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1. Introduction

This specification defines the bindings and profiles of the Liberty protocols and messages to HTTP-based communication frameworks. This specification relies on the SAML core framework in [SAMLCore1] and makes use of adaptations of the SAML profiles in [SAMLBind1]. A separate specification, [LibertyProtSchema], is used to define the Liberty protocols and messages used within the profiles. Definitions for Liberty-specific terms can be found in [LibertyGlossary].

1.1. Notation

The key words "MUST," "MUST NOT," "REQUIRED," "SHALL," "SHALL NOT," "SHOULD," "SHOULD NOT," "RECOMMENDED," "MAY," and "OPTIONAL" in this specification are to be interpreted as described in [RFC2119]: "they MUST only be used where it is actually required for interoperability or to limit behavior which has potential for causing harm (e.g., limiting retransmissions)."

These keywords are thus capitalized when used to unambiguously specify requirements over protocol and application features and behavior that affect the interoperability and security of implementations. When these words are not capitalized, they are meant in their natural-language sense.

Listings of productions or other normative code appear like this.

Example code listings appear like this.

Note:

Non-normative notes and explanations appear like this.

Conventional XML namespace prefixes are used throughout this specification to stand for their respective namespaces as follows, regardless of whether a namespace declaration is present in the example:

XML Namespace Conventions

- The prefix lib: stands for the Liberty namespace urn:liberty:iff:2003-08
- The prefix saml: stands for the SAML assertion namespace (see [SAMLCore]).
- The prefix samlp: stands for the SAML request-response protocol namespace (see [SAMLCore]).
- The prefix xenc: stands for the W3C XML encryption namespace, http://www.w3.org/2001/04/xmlenc#
- The prefix SOAP-ENV: stands for the SOAP 1.1 namespace, http://schemas.xmlsoap.org/soap/envelope (see [SOAP1.1]).

Terminology from [RFC2396] is used to describe components of an HTTP URL. An HTTP URL has the following form:

<scheme>://<authority><path>?<query>

Sections in this document specify certain portions of the <query> component of the URL. Ellipses (...) are used to indicate additional, but unspecified, portions of the <query> component.
2. Protocol Bindings

The Liberty protocol bindings are defined in this section.

2.1. SOAP Binding for Liberty

The Liberty SOAP binding defines how to use SOAP to send and receive Liberty protocol requests and responses using SOAP 1.1 messages.

Like Liberty, SOAP can be used over multiple underlying transports. This binding has protocol-independent aspects, but requires the use of SOAP over HTTP.

2.1.1. Protocol-Independent Aspects of the Liberty SOAP Binding

The following sections define aspects of the Liberty SOAP binding that are independent of the underlying protocol, such as HTTP, on which the SOAP messages are transported.

2.1.1.1. Basic Operation

SOAP messages consist of three elements: an envelope, header data, and a message body. Liberty request-response protocol elements must be enclosed within the SOAP message body.

SOAP 1.1 also defines an optional data encoding system. This system is not used within the Liberty SOAP binding. This means that SAML messages can be transported using SOAP without re-encoding from the "standard" Liberty schemas to one based on the SOAP encoding.

The specific profile determines the type of messages that can be sent or received. The system model used for Liberty conversations over SOAP may be a simple request-response model, or it may be a more complex interaction that includes HTML forms or other input mechanisms that interact with a Principal.

This Liberty specification defines constraints. Liberty protocol messages must be sent as the top level element in the SOAP body. The requester or responder must not include more than one Liberty protocol message in a single SOAP message. The requester or responder must not include any additional XML elements in the SOAP body. Additionally, if a SOAP fault code is returned, then no Liberty protocol message may appear in the SOAP body. SOAP faults must only be used for signaling non-Liberty-related errors.

[SOAPv1.1] references an early draft of the XML Schema specification including an obsolete namespace. Originators of Liberty SOAP messages should generate SOAP messages referencing only the final XML schema namespace. Receivers of Liberty SOAP messages must be able to process both the XML schema namespace used in [SOAPv1.1] and the final XML schema namespace.

2.1.1.2. SOAP Headers

A Liberty SOAP message may contain arbitrary headers added to the SOAP message. This binding does not define any additional SOAP headers.

Liberty SOAP messages must not require that any headers be understood for correct interpretation of the message.

2.1.1.3. Authentication

Authentication of Liberty messages is optional and depends on the environment of use. Authentication protocols available from the underlying substrate protocol may be utilized to provide authentication. Section Section 2.1.2.1 describes authentication in the SOAP-over-HTTP environment.

2.1.1.4. Message Integrity
Message integrity of Liberty messages is OPTIONAL and depends on the environment of use. The security layer in the underlying substrate protocol MAY be used to ensure message integrity. Section Section 2.1.2.2 describes support for message integrity in the SOAP-over-HTTP environment.

2.1.2.5. Confidentiality

Confidentiality of Liberty messages is OPTIONAL and depends on the environment of use. The security layer in the underlying substrate protocol MAY be used to ensure message confidentiality. Section Section 2.1.2.3 describes support for confidentiality in the SOAP over HTTP environment.

2.1.2. Use of SOAP over HTTP

This section describes certain specifics of using SOAP over HTTP, including HTTP headers, error reporting, authentication, message integrity and confidentiality.

The HTTP binding for SOAP is described in [SOAPv1.1] §6.0. It requires the use of a SOAPAction header as part of a SOAP HTTP request. Processing of a Liberty message MUST NOT depend on the value of this header. A Liberty message MAY set the value of its SOAPAction header as follows:

```
urn:liberty:soap-action
```

2.1.2.1. Authentication

Liberty SOAP message endpoints MUST implement the following authentication methods:

1. No client or server authentication.
2. HTTP basic client authentication [RFC2617] with and without SSL 3.0 or TLS 1.0.
3. HTTP over SSL 3.0 or TLS 1.0 (see Section 6) server authentication with a server-side certificate.
4. HTTP over SSL 3.0 or TLS 1.0 client authentication with a client-side certificate.

If a message receiver uses SSL 3.0 or TLS 1.0, it MUST use a server-side certificate.

2.1.2.2. Message Integrity

When message integrity needs to be guaranteed, messages MUST be sent with HTTP over SSL 3.0 or TLS 1.0 with a server-side certificate.

2.1.2.3. Message Confidentiality

When message confidentiality is required, messages MUST be sent with HTTP over SSL 3.0 or TLS 1.0 with a server-side certificate.

2.1.2.4. Security Considerations

Before deployment in a given profile, each combination of authentication, message integrity and confidentiality mechanisms SHOULD be analyzed for vulnerability in the context of the profile.

[RFC2617] describes possible attacks in the HTTP environment when basic or message-digest authentication schemes are used.

2.1.2.5. Error Reporting
A message receiver that refuses to perform a message exchange SHOULD return a "403 Forbidden" response. In this case, the content of the HTTP body is not significant.

As described in [SOAPv1.1] § 6.2, in the case of a SOAP error while processing a SOAP request, the SOAP HTTP server MUST return a "500 Internal Server Error" response and include a SOAP message in the response with a SOAP fault element. This type of error SHOULD be returned for SOAP-related errors detected before control is passed to the Liberty message processor, or when the SOAP processor reports an internal error (for example, the SOAP XML namespace is incorrect).

In the case of a Liberty processing error, the SOAP HTTP server MUST respond with "200 OK" and include a profile-specified response as the only child of the <SOAP-ENV:Body> element.

### 2.1.2.6. Example of Message Exchange Using SOAP over HTTP

The following is an example of the SOAP exchange for the single sign-on browser artifact profile requesting an authentication assertion (the left margin white space added for legibility invalidates the signature).

```xml
POST /authn HTTP/1.1
Host: idp.example.com
Content-type: text/xml
Content-length: nnnn

<soap-env:Envelope
  xmlns:soap-env="http://schemas.xmlsoap.org/soap/envelope/">
  <soap-env:Header/>
  <soap-env:Body>
    <samlp: Request xmlns="urn:oasis:names:tc:SAML:1.0:protocol"
      xmlns:lib="urn:liberty:iff:2003-08"
      xmlns:saml="urn:oasis:names:tc:SAML:1.0:assertion"
      IssueInstant="2002-12-12T10:08:56Z"
      MajorVersion="1"
      MinorVersion="1"
      RequestID="e4d71c43-c89a-426b-853e-a2b0c14a5ed8"
      id="ericssonb6dc3636-f2ad-42d1-9427-220f2cf70ec1">
      <ds:Signature xmlns="http://www.w3.org/2000/09/xmldsig#"
        <ds:SignedInfo>
        <ds:CanonicalizationMethod
          Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#"/>
        <ds:SignatureMethod
          Algorithm="http://www.w3.org/2000/09/xmldsig#rsa-sha1"/>
        <ds:Reference URI="#ericssonb6dc3636-f2ad-42d1-9427-220f2cf70ec1">
          <ds:Transforms>
            <ds:Transform
              Algorithm="http://www.w3.org/2000/09/xmldsig#enveloped-signature"/>
          </ds:Transforms>
          <ds:Transform
            Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#"/>
          <ds:Transform
            Algorithm="http://www.w3.org/2000/09/xmldsig#sha1"/>
        </ds:Reference>
      </ds:SignedInfo>
      <ds:SignatureValue>
        wXJMVoPO1V1jFwNjPyOcRgP968f9g8A1+2b5gNzf4L4L4Mu4yEcRtttCn3T3bhvkwhkwhXkJL9NuOFumQ
        5YryiVz11mCjxAX0lfgwtuvEdJb748IU4L+88bXPXfqiT7L1BK1RhHCrmRvjl1P1u22oGCV6EwuiWRv
        OD6Ox9svtSgfFJ+1XkZQ
      </ds:SignatureValue>
    </samlp: Request>
  </soap-env:Body>
</soap-env:Envelope>
```
The following is an example of a response, which supplies an assertion containing an authentication statement:

HTTP/1.1 200 OK
Content-Type: text/xml
Content-Length: nnn
<soap-env:Envelope
 xmlns:soap-env="http://schemas.xmlsoap.org/soap/envelope/">
  <soap-env:Header/>
  <soap-env:Body/>
</soap-env:Envelope>

<soap-env:Body>
  <samlp:Response
   xmlns:samlp="urn:oasis:names:tc:SAML:1.0:protocol"
   xmlns:ds="http://www.w3.org/2000/09/xmldsig#"
   xmlns:lib="urn:liberty:iff:2003-08"
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
   xsi:type="samlp:Response">
    <samlp:Status/>
  </soap-env:Body>
</soap-env:Envelope>
<saml:AuthenticationStatement>
  <saml:Subject xsi:type="lib:AuthenticationStatementType">
    <saml:SubjectConfirmation>
      <saml:ConfirmationMethod>urn:oasis:names:tc:SAML:1.0:cm:artifact-01</saml:ConfirmationMethod>
    </saml:SubjectConfirmation>
    <lib:IDPProvidedNameIdentifier>C9FfGouQdBJ7bpkismYgd8ygeVb3PlWK</lib:IDPProvidedNameIdentifier>
  </saml:Subject>
</saml:AuthenticationStatement>

<ds:Signature>
  <ds:SignedInfo>
    <ds:CanonicalizationMethod Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#"/>
    <ds:SignatureMethod Algorithm="http://www.w3.org/2000/09/xmldsig#rsa-sha1"/>
    <ds:Reference URI=""></ds:Reference>
  </ds:SignedInfo>
  <ds:SignatureValue>ZbscbqHTX9H8bBftRIWI4Epv1A=</ds:SignatureValue>
</ds:Signature>

http://127.0.0.1:8080/tfsidp/IDPSingleSignOnServiceV12?RequestID=dd
  d4aa20-24d4-4368-8060-7bb0e06834a6 MajorVersion=1 MinorVersion=2 IssueInstant=
  2003-07-26T05:44:00Z ProviderID=http://127.0.0.1:8081/tfsp NameIDPolicy=single
  SigAlg=
  http://www.w3.org/2000/09/xmldsig#enveloped-signature

2.1.2.7. Example of Message Exchange Using URL-encoding
Example 1. URL-encoded <AuthnRequest>

http://127.0.0.1:8081/tfssp/SPAssertionConsumerService

Example 2. URL-encoded <AuthnResponse>
3. Profiles

This section defines the Liberty profiles for the use of request and response messages defined in [LibertyProtSchema] and [SAMLCore11]. The combination of message content specification and message transport mechanisms for a single client type (that is, user agent) is termed a Liberty profile. The profiles have been grouped into categories according to the protocol message intent.

The following profile categories are defined in this document:

- **Single Sign-On and Federation**: The profiles by which a service provider obtains an authentication assertion from an identity provider facilitating single sign-on and identity federation.
- **Name Registration**: The profiles by which service providers and identity providers specify the name identifier to be used when communicating with each other about the Principal.
- **Federation Termination Notification**: The profiles by which service providers and identity providers are notified of federation termination.
- **Single Logout**: The profiles by which service providers and identity providers are notified of authenticated session termination.
- **Identity Provider Introduction**: The profile by which a service provider discovers which identity providers a Principal may be using.
- **Name Identifier Mapping**: The profile by which a service provider may obtain a NameIdentifier with which to refer to a Principal at a SAML Authority.
- **Name Identifier Encryption**: The profile by which one provider may encrypt a NameIdentifier to permit it to pass through a third-party without revealing the actual value until received by the intended provider.

3.1. Common Requirements

The following rules apply to all profiles in this specification, unless otherwise noted by the individual profile.

1. All HTTP requests and responses MUST be drawn from either HTTP 1.1 (see [RFC2616]) or HTTP 1.0 (see [RFC1945]). When an HTTP redirect is specified, the HTTP response MUST have a status code of "302.". According to HTTP 1.1 and HTTP 1.0, the use of status code 302 is recommended to indicate "the requested resource resides temporarily under a different URI." The response may also include additional headers and an optional message.

2. When https is specified as the <scheme> for a URL, the HTTP connection MUST be made over either SSL 3.0 (see [SSL]) or TLS 1.0 (see [RFC2246]) or any subsequent protocols that are backwards compatible with SSL 3.0 and/or TLS 1.0. Other security protocols MAY be used as long as they implement equivalent security measures.

3. Messages between providers MUST have their integrity protected, confidentiality MUST be ensured and the recipient MUST authenticate the sender.

4. Providers MUST use secure transport (https) to achieve confidentiality and integrity protection. The initiator of the secure connection MUST authenticate the server using server-side X.509 certificates.

5. The authenticated identity of an identity provider MUST be securely available to a Principal before the Principal presents his/her personal authentication data to that identity provider.
6. Certificates and private keys MUST be suitable for long-term signatures. See [LibertyProtSchema] for guidelines on signature verification. For signing and verification of protocol messages, identity and service providers SHOULD use certificates and private keys that are distinct from the certificates and private keys applied for SSL or TLS channel protection.

7. In transactions between service providers and identity providers, requests MUST be protected against replay, and received responses MUST be checked for correct correspondence with issued requests. (Note: Other steps may intervene between the issuance of a request and its eventual response within a multistep transaction involving redirections.) Additionally, time-based assurance of freshness MAY be provided.

8. Each service provider within a circle of trust MUST be configured to enable identification of the identity providers whose authentications it will accept. Each identity provider MUST be configured to enable identification of the service providers it intends to serve.

Note: The format of this configuration is a local matter and could, for example, be represented as lists of names or as sets of X.509 certificates of other circle of trust members.

9. Circle of trust bilateral agreements on selecting certificate authorities, obtaining X.509 credentials, establishing and managing trusted public keys, and tracking lifecycles of corresponding credentials are assumed and not in scope for this specification.

10. The `<scheme>` of the URL for SOAP endpoints MUST be `https`.

11. All SOAP message exchanges MUST adhere to the SOAP protocol binding for Liberty (see Section 2.1).

### 3.1.1. User Agent

Unless otherwise noted in the specific profile, a user agent MUST support the following features to be interoperable with the protocols in [LibertyProtSchema] and Liberty profiles in this document:

- HTTP 1.0 (see [RFC1945]) or HTTP 1.1 (see [RFC2616]).
- SSL 3.0 (see [SSL]) or TLS 1.0 (see [RFC2246]) or any subsequent protocols which are backwards compatible with SSL 3.0 and/or TLS 1.0 either directly or via a proxy (for example, a WAP gateway).
- Minimum maximum URL length of 256 bytes. See [LibertyGlossary] for definition.
- A WAP browser user agent MUST support WML 1.0, 1.1, 1.2 or 1.3 [WML] in addition to the above requirements.
Additionally, to support the optional identity provider introduction profile, either the user agent or a proxy must support session cookies (see [RFC2109]). Support for persistent cookies will yield a more seamless user experience.

### 3.1.2. Formatting and Encoding of Protocol Messages

All protocol messages that are indicated by the profile as being communicated in the `<query>` component of the URL MUST adhere to the formatting and encoding rules in Section 3.1.2.1.

#### 3.1.2.1. Encoding URL-embedded Messages

URL-embedded messages are encoded using the `application/x-www-form-urlencoded` MIME type as if they were generated from HTML forms with the GET method as defined in [HTML4].

The original XML protocol message MUST be encoded as follows:

- The `<query>` component parameter value MUST be the value of the XML protocol message element or attribute value.
- The value of the `<query>` component parameter MUST be a space-delimited list when the original message element has multiple values.
- Some of the referenced protocol message elements and attributes are optional. If an optional element or attribute does not appear in the original XML protocol message, then the corresponding data item MUST be omitted from the URL encoded message.
- URLs appearing in the URL-encoded message SHOULD NOT exceed 80 bytes in length (including %-escaping overhead). Likewise, the `<lib:RelayState>` data value SHOULD NOT exceed 80 bytes in length.
- The URL-encoding of status codes in the responses RegisterNameIdentifierResponse and LogoutResponse may be taken from several sources. The top level codes MUST be from SAML. Other codes (including Liberty-defined values) MAY be used at the second or lower levels. The URL parameter value should be interpreted as a QName with the "lib", "saml", and "samlp" namespaces pre-defined to their respective namespace URIs. Query parameters with the name "xmlns:prefix" can be used to map additional namespace prefixes for the purpose of QName resolution, so long as the `xmlns:prefix` URL parameter appears before the URL parameter containing the QName which needs the prefix definition.

As `<samlp:StatusCode>` elements may be nested hierarchically (see [[SAMLCore11]]), there may exist multiple values for `<samlp:StatusCode>` in the response messages. These multiple values MUST be encoded by producing a URL-encoded space-separated string as the value of this query parameter. An example is as follows:

```
Value=samlp%3AResponder%20lib%3AFederationDoesNotExist
```

- Certain XML protocol messages support extensibility via an `<Extension>` element. Messages that are to be URL-encoded MUST adhere to the following restrictions when including extension content:

  - Only attribute values and elements with simple content models are permitted.
  - All attributes and elements MUST have an empty namespace and MUST have unique local names.
  - Each value included SHOULD NOT exceed 80 bytes in length (including encoding overhead).

XML digital signatures are not directly URL-encoded due to space concerns. If the Liberty XML protocol message is signed with an XML signature, the encoded URL form of the message MUST be signed as follows:
• Include the signature algorithm identifier as a new `<query>` component parameter named SigAlg, but omit the signature.

• Sign the string containing the URL-encoded message. The string to be signed MUST include only the `<query>` part of the URL (that is, everything after `?` and before `&Signature=`). Any required URL-escaping MUST be done before signing.

• Encode the signature using base64 (see [RFC2045]).

• Add the base64-encoded signature to the encoded message as a new data item named Signature.

Note that some characters in the base64-encoded signature value may require URL escaping before insertion into the URL `<query>` part, as is the case for any other data item value.

Any items added after the Signature `<query>` component parameter are implicitly unsigned.

The service URL provided by the provider (the URL to which `<query>` parameters are added) MUST NOT contain any pre-existing `<query>` parameter values.

The following signature algorithms (i.e., DSAwithSHA1, RSAwithSHA1) and their identifiers (the URIs) MUST be supported:

• DSAwithSHA1 - http://www.w3.org/2000/09/xmldsig#dsa-sha1
• RSAwithSHA1 - http://www.w3.org/2000/09/xmldsig#rsa-sha1

3.1.2.1.1. Size Limitations

When the request initiator knows or suspects that the user agent cannot process the full URL-encoded message in the URL due to size considerations, the requestor MAY send the Liberty XML protocol message using a form POST. The form MUST be constructed with contents that contain the field LAREQ or LARES with the respective value being the Liberty XML protocol request or response message (e.g., `<lib:AuthnRequest>` or `<lib:AuthnResponse>`) as defined in [LibertyProtSchema]. The Liberty XML protocol message MUST be encoded by applying a base64 transformation (refer to [RFC2045]) to the XML message and all its elements.

3.1.2.1.2. URL-encoded `<lib:AuthnRequest>`

The original `<lib:AuthnRequest>` message:

```xml
<lib:AuthnRequest RequestID="[RequestID]"
    MajorVersion="[MajorVersion]"
    MinorVersion="[MinorVersion]"
    IssueInstant="[IssueInstant]">
    <lib:ProviderID>[ProviderID]</lib:ProviderID>
    <lib:AffiliationID>[AffiliationID]</lib:AffiliationID>
    <lib:NameIDPolicy>[NameIDPolicy]</lib:NameIDPolicy>
    <lib:AccessoryStatementRef>[AccessoryStatementRef]</lib:AccessoryStatementRef>
    <lib:RelayState>[RelayState]</lib:RelayState>
    <lib:Scoping>
```
• Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:


• Example of <lib:AuthnRequest> message URL-encoded and signed:


3.1.2.1.3. URL-Encoded <lib:FederationTerminationNotification>

The original <lib:FederationTerminationNotification> message:

RequestID="[RequestID]"
MajorVersion="[MajorVersion]"
MinorVersion="[MinorVersion]"
IssueInstant="[IssueInstant]"
ProviderID="[ProviderID]"
NameQualifier="[NameQualifier]"
NameFormat="[NameFormat]"
NameIdentifier="[NameIdentifier]"

• Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:

RequestID, MajorVersion, MinorVersion, IssueInstant, ProviderID, NameQualifier, NameFormat, NameIdentifier.
3.1.2.1.4. URL-Encoded <lib:LogoutRequest>

The original <lib:LogoutRequest> message:

```xml
<lib:LogoutRequest ...
    RequestID="[RequestID]"
    MajorVersion="[MajorVersion]"
    MinorVersion="[MinorVersion]"
    IssueInstant="[IssueInstant]">
    <lib:ProviderID>[ProviderID]</lib:ProviderID>
    <saml:NameIdentifier
        NameQualifier="[NameQualifier]"
        Format="[NameFormat]">
        [NameIdentifier]
    </saml:NameIdentifier>
    <lib:SessionIndex>[SessionIndex]</lib:SessionIndex>
    <lib:RelayState>[RelayState]</lib:RelayState>
</lib:LogoutRequest>
```

Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:

- RequestID, MajorVersion, MinorVersion, IssueInstant,
- ProviderID, NameQualifier, NameFormat, NameIdentifier,
- SessionIndex, RelayState.

3.1.2.1.5. URL-Encoded <lib:LogoutResponse>

The <lib:LogoutResponse> response message:

```xml
<lib:LogoutResponse
    ResponseID="[ResponseID]"
    InResponseTo="[InResponseTo]"
    MajorVersion="[MajorVersion]"
    MinorVersion="[MinorVersion]"
    IssueInstant="[IssueInstant]"
    Recipient="[Recipient]">
    <lib:ProviderID>[ProviderID]</lib:ProviderID>
    <samlp:Status>
        <samlp:StatusCode Value="[Value]"/>
    </samlp:Status>
    <lib:RelayState>[RelayState]</lib:RelayState>
</lib:LogoutResponse>
```

Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:


- The <lib:LogoutResponse> message may contain nested status code information. Multiple values MUST be URL-encoded by creating a space-separated list (see general requirements at top of Section 3.1.2.1.5).
3.1.2.1.6. URL-Encoded <lib:RegisterNameIdentifierRequest>

The original <lib:RegisterNameIdentifierRequest> message:

```xml
<lib:RegisterNameIdentifierRequest
    RequestID="[RequestID]"
    MajorVersion="[MajorVersion]"
    MinorVersion="[MinorVersion]"
    IssueInstant="[IssueInstant]">
  <lib:ProviderID>[ProviderID]</lib:ProviderID>
  <lib:IDPProvidedNameIdentifier
      NameQualifier="[IDPNameQualifier]"
      Format="[IDPNameFormat]">
    [IDPProvidedNameIdentifier]
  </lib:IDPProvidedNameIdentifier>
  <lib:SPProvidedNameIdentifier
      NameQualifier="[SPNameQualifier]"
      Format="[SPNameFormat]">
    [SPProvidedNameIdentifier]
  </lib:SPProvidedNameIdentifier>
  <lib:OldProvidedNameIdentifier
      NameQualifier="[OldNameQualifier]"
      Format="[OldNameFormat]">
    [OldProvidedNameIdentifier]
  </lib:OldProvidedNameIdentifier>
  <lib:RelayState>[RelayState]</lib:RelayState>
</lib:RegisterNameIdentifierRequest>
```

- Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:
  - RequestID, MajorVersion, MinorVersion, IssueInstant,
  - ProviderID, IDPNameQualifier, IDPNameFormat, IDPProvidedNameIdentifier,
  - SPNameQualifier, SPNameFormat, SPProvidedNameIdentifier,
  - RelayState

3.1.2.1.7. URL-Encoded <lib:RegisterNameIdentifierResponse>

The <lib:RegisterNameIdentifierResponse> response message:

```xml
<lib:RegisterNameIdentifierResponse
    ResponseID="[ResponseID]"
    InResponseTo="[InResponseTo]"
    MajorVersion="[MajorVersion]"
    MinorVersion="[MinorVersion]"
    IssueInstant="[IssueInstant]"
    Recipient="[Recipient]">
  <lib:ProviderID>[ProviderID]</lib:ProviderID>
  <samlp:Status>
    <samlp:StatusCode Value="[Value]"/>
  </samlp:Status>
  <lib:RelayState>[RelayState]</lib:RelayState>
</lib:RegisterNameIdentifierResponse>
```

- Data elements that MUST be included in the encoded data with their values as indicated in brackets above if present in the original message:
  - ResponseID, InResponseTo, MajorVersion, MinorVersion,
  - IssueInstant, Recipient, ProviderID, Value, RelayState
The `<lib:RegisterNameIdentifierResponse>` message may contain nested status code information. Multiple values MUST be URL-encoded by creating a space-separated list (see general requirements at top of Section 3.1.2.1).

### 3.1.3. Provider Metadata

The majority of the Liberty profiles defined in this document rely on metadata that specify the policies that govern the behavior of the service provider or identity provider. These provider metadata may be shared out of band between an identity provider and a service provider prior to the exchange of Liberty protocol messages or with the protocols described in [LibertyMetadata]. The provider metadata relevant to each profile are listed in this document at the beginning of the profile category. Refer to [LibertyMetadata] for a complete enumeration of the Liberty provider metadata elements and their associated schema.

### 3.2. Single Sign-On and Federation Profiles

This section defines the profiles by which a service provider obtains an authentication assertion of a user agent from an identity provider to facilitate single sign-on. Additionally, the single sign-on profiles can be used as a means of federating an identity from a service provider to an identity provider through the use of the `<NameIDPolicy>` element in the `<lib:AuthnRequest>` protocol message as specified in [LibertyProtSchema].

The single sign-on profiles make use of the following metadata elements, as defined in [LibertyProtSchema]:

- **ProviderID** Used to uniquely identify the service provider to the identity provider and is documented in these profiles as "service provider ID."
- **AffiliationID** Used to uniquely identify an affiliation group to the identity provider and is documented in these profiles as "affiliation ID."
- **SingleSignOnServiceURL** The URL at the identity provider that the service provider should use when sending single sign-on and federation requests. It is documented in these profiles as "single sign-on service URL."
- **AssertionConsumerServiceURL** The URL(s) at the service provider that an identity provider should use when sending single sign-on or federation responses. It is documented in these profiles as "assertion consumer service URL."
- **SOAPEndpoint** The SOAP endpoint location at the service provider or identity provider to which Liberty SOAP messages are sent.
3.2.1. Common Interactions and Processing Rules

This section defines the set of interactions and process rules that are common to all single sign-on profiles.

All single sign-on profiles can be described by one interaction diagram, provided that different messages are optional in different profiles and that the actual content of the messages may differ slightly. Where interactions and messages differ or are optional, they are designated and detailed within the specific single sign-on profiles. Figure 1 represents the basic template of interactions for achieving single sign-on. This should be used as the baseline for all single sign-on profiles.

It should be noted that multiple identity providers may be involved in the authentication of the Principal. Although a single identity provider is depicted in the profiles below (Figure 1), that identity provider MAY interact with other identity providers to authenticate the Principal using the proxying method described in [LibertyProtSchema] and the profiles as noted below. In such situations these profiles would be used by the identity provider originally contacted by the requesting service provider to communicate with additional identity providers.

In the figure below, steps 1 through 5 can be considered typical but optional. An identity provider MAY initiate a SSO profile by unilaterally creating a <lib:AuthnResponse> or artifact, and proceeding with step 6, as discussed in [LibertyProtSchema].

Step 4 specifies that an HTTP request containing the <lib:AuthnRequest> is sent to the identity provider. Step 7 is comparable, containing an artifact or <lib:AuthnResponse>. This request may be a GET or POST request; providers MUST support both methods. As described in Section 3.1.2.1.1, such a POST MUST contain an LAREQ or LARES form element containing the XML protocol request or response (or artifact), respectively, in base64-encoded format.

![Figure 1. Basic single sign-on profile.](image-url)

3.2.2. Liberty Artifact Profile

The Liberty artifact profile relies on a reference to the needed assertion traveling in a SAML artifact, which the service provider must dereference from the identity provider to determine whether the Principal is authenticated. This profile is an adaptation of the "Browser/artifact profile" for SAML as documented in [SAMLBind11]. See Figure 3.
The following URI-based identifier MUST be used when referencing this specific profile (for example, the <lib:ProtocolProfile> element of the <lib:AuthnRequest> message):

URI: http://projectliberty.org/profiles/brws-art

The Liberty artifact profile consists of a single interaction among three parties: a user agent, an identity provider, and a service provider, with a nested subinteraction between the identity provider and the service provider.

### 3.2.2.1. Interactions

Figure 2 illustrates the Liberty artifact profile for single sign-on.

![Figure 2. Liberty artifact profile for single sign-on](image)

This profile description assumes that the user agent has already authenticated at the identity provider prior to step 1. Thus, a valid session exists for the user agent at the identity provider. When implementing this profile, all processing rules defined in Section 3.2.1 for the single sign-on profiles MUST be followed. Additionally, the following rules MUST be observed as they relate to steps 3, 6 and 7:

#### 3.2.2.1.1. Step 3: Single sign on Service with <AuthnRequest>

In step 3, the service provider’s intersite transfer service responds and instructs the user agent to access the single sign-on service URL at the identity provider.

This step may take place via an HTTP 302 redirect, a WML redirect deck or any other method that results in the user agent being instructed to make an HTTP GET or POST request to the identity provider’s single signon service.

This response MUST adhere to the following rules:

- The response MUST contain the identity provider’s single sign-on service URL (for example, as the Location header of an HTTP 302 redirect, the action attribute of an HTML form or the href attribute of a <go> element in a WML redirect deck).
The identity provider’s single sign-on service URL MUST specify https as the URL scheme.

Note:
Future protocols may be adopted and enabled to work within this framework. Therefore, implementers are encouraged to not hardcode a reliance on https.

The response MUST include one of the following:

• A <query> component containing the <lib:AuthnRequest> protocol message as defined in [LibertyProtSchema] with formatting as specified in Section 3.1.2.

Note:
The <lib:RelayState> element of the <lib:AuthnRequest> message can be used by the service provider to help maintain state information during the single sign-on and federation process. For example, the originally requested resource (i.e., RelayState in step 1) could be stored as the value for the <lib:RelayState> element, which would then be returned to the service provider in the <lib:AuthnResponse> in step 7. The service provider could then use this information to formulate the HTTP response to the user agent in step 11.

• An HTTP form containing the field LAREQ with the value of the <lib:AuthnRequest> protocol message as defined in [LibertyProtSchema]. The <lib:AuthnRequest> MUST be encoded by applying a base64 transformation (see [RFC2045]).

Implementation examples:

• HTTP 302 Redirect
  
  <HTTP-Version> 302 <Reason Phrase>
  <other headers>
  Location: https://<Identity Provider Single Sign-On Service host name and path>?<query>
  <other HTTP 1.0 or 1.1 components>

• HTML Form POST
  
  <html>
    <body onLoad="document.forms[ 0].submit()">
      <form action="https://<Identity Provider Single Sign-On Service host name and path>" method="POST">
        <input type="hidden" name="LAREQ" value="<base 64 encoded AuthnRequest>">
      </form>
    </body>
  </html>
• WML Redirect with POST

```wml
<card id="redirect" title="Log In">
  <onenterforward>
    <go method="post" href="<Identity Provider Single Sign-On service host name and path>" >
      <postfield name="LAREQ" Value="<base64-encoded AuthnRequest>">
    </go>
  </onenterforward>
  <onenterbackward>
    <prev/>
  </onenterbackward>
  <p>
    Contacting IdP. Please wait...
  </p>
</card>
```

where:

```wml
<Identity Provider Single Sign-On service host name and path>
```

This element provides the host name, port number, and path components of the single sign-on service URL at the identity provider.

```wml
<query>= ...<URL-encoded AuthnRequest> ...
```

A `<query>` component MUST contain a single authentication request:

```wml
<base64-encoded AuthnRequest>
```

A `<base64-encoded AuthnRequest>` component MUST contain a single authentication request message in base64-encoded form.

3.2.2.1.2. Step 6: Redirecting to the Service Provider

In step 6, the identity provider instructs the user agent to access the service provider’s assertion consumer service URL, and provides a SAML artifact for de-refencing by the service provider.
This step may take place via an HTTP 302 redirect, a WML redirect deck or any other method that results in the user agent being instructed to make an HTTP GET or POST request to the service provider’s assertion consumer service.

This response MUST adhere to the following rules:

- The response MUST contain the service provider’s assertion consumer service URL (for example, as the Location header of an HTTP 302 redirect, the action attribute of an HTML form or the href attribute of a <go> element in a WML redirect deck).
- The service provider’s assertion consumer service URL MUST specify https as the URL scheme.

**Note:**
Future protocols may be adopted and enabled to work within this framework. Therefore, implementers are encouraged to not hardcode a reliance on https.

- The response MUST include one of the following:

  - A <query> component containing a parameter SAMLart, the value of which is the SAML artifact on success or on failure. In the case of failure, the status will be conveyed in the <saml:Response> returned in Step 9. Additionally, if the <lib:AuthnRequest> processed in Step 5 included a value for the <lib:RelayState> element, then a parameter named RelayState with a value set to that of the <lib:RelayState> element MUST be included in the <query> component.
  
  - An HTTP form containing the field LARES with the value of the SAML Artifact as defined in Section 3.2.2.2 If a value for <RelayState> was supplied in the <lib:AuthnRequest>, then the form MUST contain a field RelayState, with a value obtained from that element in the <lib:AuthnRequest>.

- All SAML artifacts returned MUST contain the same identity provider ID.

**Implementation examples:**

**HTTP 302 Redirect**

```plaintext
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location: https://<Service Provider Assertion Consumer Service host name and path>?<query>
<other HTTP 1.0 or 1.1 components>
```

**HTML Form POST**

```plaintext
<html>
<body onLoad="document.forms[0].submit()"

  <form action="https://<Service Provider Assertion Consumer Service host name and path>" method="POST">
    <input type="hidden" name="LAREQ" value="<SAML Artifact>" />
    <input type="hidden" name="RelayState" value="<RelayState>" />
  </form>

</body>
</html>
```
• WML Redirect with POST

```xml
<wml>
  <card id="redirect" title="Artifact">
    <onenterforward>
      <go method="post" href="<Service Provider Assertion Consumer Service host name and path>" >
        <postfield name="LARES" Value="<SAML Artifact>"/>
        <postfield name="RelayState" Value="<RelayState>"/>
      </go>
    </onenterforward>
    <onenterbackward>
      <prev/>
    </onenterbackward>
    <p>
      Contacting IdP. Please wait...
    </p>
  </card>
</wml>
```

where:

- `<Service Provider Assertion Consumer Service host name and path>`
  This element provides the host name, port number, and path components of the assertion consumer service URL at the service provider.

- `<query>= ...SAMLArt=<SAML Artifact> ...RelayState=<resource URL>`
  A `<query>` component MUST contain at least one SAML Artifact. A single RelayState MUST be included if a value for the `<RelayState>` was provided in the `<lib:AuthnRequest>`. All SAML Artifacts included MUST contain the same identity provider ID (see Section 3.2.2.2).

• WML Redirect with GET

```xml
<wml>
  <card id="redirect" title="Artifact">
    <onenterforward>
      <go href="<Service Provider Assertion Consumer Service host name and path>?<query>" />
    </onenterforward>
    <onenterbackward>
      <prev/>
    </onenterbackward>
    <p>
      Contacting IdP. Please wait...
    </p>
  </card>
</wml>
```

where:

- `<Service Provider Assertion Consumer Service host name and path>`
  This element provides the host name, port number, and path components of the assertion consumer service URL at the service provider.
A form field named RelayState, with the value of that element from the <lib:AuthnRequest> MUST be included if a value for the <RelayState> was provided in the <lib:AuthnRequest> and the HTTP request is made using a POST.

### 3.2.2.1.3. Step 7: Accessing the Assertion Consumer Service

In step 7, the user agent accesses the assertion consumer service URL at the service provider, with a SAML artifact representing the Principal’s authentication information attached to the URL.

### 3.2.2.2. Artifact Format

The artifact format includes a mandatory two-byte artifact type code, as follows:

```
SAML_artifact := B64(TypeCode RemainingArtifact)
TypeCode := Byte1Byte2
```

The notation B64(TypeCode RemainingArtifact) represents the application of the base64 transformation to the catenation of the TypeCode and RemainingArtifact. This profile defines an artifact type of type code 0x0003, which is REQUIRED (mandatory to implement) for any implementation of the Liberty browser artifact profile. This artifact type is defined as follows:

```
TypeCode := 0x0003
RemainingArtifact := IdentityProviderSuccinctID AssertionHandle
IdentityProviderSuccinctID:= 20-byte_sequence
AssertionHandle := 20-byte_sequence
```

IdentityProviderSuccinctID is a 20-byte sequence used by the service provider to determine identity provider identity and location. It is assumed that the service provider will maintain a table of IdentityProviderSuccinctID values as well as the URL (or address) for the corresponding SAML responder at the identity provider. This information is communicated between the identity provider and service provider out of band. On receiving the SAML artifact, the service provider determines whether the IdentityProviderSuccinctID belongs to a known identity provider and, if so, obtains the location before sending a SAML request.

Any two identity providers with a common service provider MUST use distinct IdentityProviderSuccinctID values. Construction of AssertionHandle values is governed by the principles that the values SHOULD have no predictable relationship to the contents of the referenced assertion at the identity provider, and that constructing or guessing the value of a valid, outstanding assertion handle MUST be infeasible.

The following rules MUST be followed for the creation of SAML artifacts at identity providers:

- Each identity provider selects a single identification URL, corresponding to the provider metadata element ProviderID specified in [LibertyMetadata].
- The identity provider constructs the IdentityProviderSuccinctID component of the artifact by taking the SHA-1 hash of the identification URL as a 20-byte binary value. Note that the IdentityProviderSuccinctID value, used to construct the artifact, is not encoded in hexadecimal. The AssertionHandle value is constructed from a cryptographically strong random or pseudo-random number sequence (see [RFC1750]) generated by the identity provider. The sequence consists of a value of at least eight bytes. The value should be padded to a total length of 20 bytes.
3.2.3. Liberty Browser POST Profile

The Liberty browser POST profile allows authentication information to be supplied to an identity provider without the use of an artifact. Figure 3 diagrams the interactions between parties in the Liberty POST profile. This profile is an adaptation of the "Browser/post profile" for SAML as documented in [SAMLBind11].

The following URI-based identifier MUST be used when referencing this specific profile (for example, 
<lib:ProtocolProfile> element of the <lib:AuthnRequest> message):

URI: http://projectliberty.org/profiles/brws-post

The Liberty POST profile consists of a series of two interactions, the first between a user agent and an identity provider, and the second directly between the user agent and the service provider.

Figure 3. Liberty browser POST profile for single sign-on

This profile description assumes that the user agent has already authenticated at the identity provider prior to step 1. Thus, a valid session exists for the user agent at the identity provider.

When implementing this profile, all processing rules defined in Section 3.2.1 for single sign-on profiles MUST be followed with the exception that steps 8 and 9 MUST be omitted. Additionally, the following rules MUST be observed as they relate to steps 3, 6 and 7:

3.2.3.1. Step 3: Single Sign-On Service with <AuthnRequest>

In step 3, the service provider’s intersite transfer service responds and sends the user agent to the single sign-on service URL at the identity provider.

This step may take place via an HTTP 302 redirect, a WML redirect deck or any other method that results in the user agent being instructed to make an HTTP GET or POST request to the identity provider’s single sign-on service.

This response MUST adhere to the following rules:
• The response MUST contain the identity provider’s single sign-on service URL (for example, as the Location header of an HTTP 302 redirect, the action attribute of an HTML form or the href attribute of a <go> element in a WML redirect deck).

• The identity provider’s single sign-on service URL MUST specify https as the URL scheme.

  Note: Future protocols may be adopted and enabled to work within this framework. Therefore, implementers are encouraged to not hardcode a reliance on https.

• The response MUST include one of the following:

  • A <query> component containing the <lib:AuthnRequest> protocol message as defined in [LibertyProtSchema] with formatting as specified in Section 3.1.2

    Note: The <lib:RelayState> element of the <lib:AuthnRequest> message can be used by the service provider to help maintain state information during the single sign-on and federation process. For example, the originally requested resource (that is, RelayState in step 1) could be stored as the value for the <lib:RelayState> element, which would then be returned to the service provider in the <lib:AuthnResponse> in step 7. The service provider could then use this information to formulate the HTTP response to the user agent in step 11.

  • An HTTP form containing the field LAREQ with the value of the <lib:AuthnRequest> protocol message as defined in [LibertyProtSchema]. The <lib:AuthnRequest> MUST be encoded by applying a base64 transformation (see [RFC2045]). See the discussion of this step in the artifact profile for implementation examples.

3.2.3.2. Step 6: Generating and Supplying the <AuthnResponse>

In step 6 the identity provider generates an HTML form containing an authentication assertion that MUST be sent in an HTTP 200 response to the user agent.

The form MUST be constructed such that it requests a POST to the service provider’s assertion consumer URL with form contents that contain the field LARES with the value being the <lib:AuthnResponse> protocol message as defined in [LibertyProtSchema]. The <lib:AuthnResponse> MUST be encoded by applying a base64 transformation (refer to [RFC2045]) to the <lib:AuthnResponse> and all of its elements. The service provider’s assertion consumer service URL used as the target of the form POST MUST specify https as the URL scheme; if another scheme is specified, it MUST be treated as an error by the identity provider.

Multiple <saml:Assertion> elements MAY be included in the response. The identity provider MUST digitally sign each of the assertions included in the response.

The <saml:ConfirmationMethod> element of the assertion MUST be set to the value specified in [SAMLCore11] for "Assertion Bearer."

3.2.3.3. Step 7: Posting the Form Containing the <AuthnResponse>

In step 7 the user agent issues the HTTP POST request containing the <lib:AuthnResponse> to the service provider.

3.2.4. Liberty-Enabled Client and Proxy Profile

The Liberty-enabled client and proxy profile specifies interactions between Liberty-enabled clients and/or proxies, service providers, and identity providers. See Figure 5. A Liberty-enabled client is a client that has, or knows how to obtain, knowledge about the identity provider that the Principal wishes to use with the service provider. In addition a
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Liberty-enabled client receives and sends Liberty messages in the body of HTTP requests and responses. Therefore, Liberty-enabled clients have no restrictions on the size of the Liberty protocol messages.

A Liberty-enabled proxy is a HTTP proxy (typically a WAP gateway) that emulates a Liberty-enabled client. Unless stated otherwise, all statements referring to "LECP" are to be understood as statements about both Liberty-enabled clients and Liberty-enabled proxies.

In some environments the successful deployment of a Liberty-Enabled proxy may require that service providers in those environments perform operations in addition to those described below. Such cases, and specific guidance for them, are covered in [LibertyImplGuide].

The following URI-based identifier must be used when referencing this specific profile (for example, <lib:ProtocolProfile> element of the <lib:AuthnRequest> message):

URI: http://projectliberty.org/profiles/lecp

A LECP, in addition to meeting the common requirements for profiles in Section 3.1, MUST indicate that it is a LECP by including a Liberty-Enabled header or entry in the value of the HTTP User-Agent header for each HTTP request it makes. The preferred method is the Liberty-Enabled header. The formats of the Liberty-Enabled header and User-Agent header entry are defined in Section 3.2.4.1.

3.2.4.1. Liberty-Enabled Indications

A LECP SHOULD add the Liberty-Enabled header to each HTTP request. The Liberty-Enabled header MUST be named Liberty-Enabled and be defined as using Augmented BNF as specified in section 2 of [RFC2616].

The comment, field-value, and product productions are defined in [RFC2616]. LIB_Version identifies the versions of the Liberty specifications that are supported by this LECP. Each version is identified by a URI. Service providers or identity providers receiving a Liberty-Enabled header MUST ignore any URIs listed in the LIB_Version production that they do not recognize. All LECPs compliant with this specification MUST send out, at minimum, the URI http://projectliberty.org/specs/v1 as a value in the LIB_Version production. It SHOULD precede this with the URI urn:liberty:iff:1.2 if it supports version 1.2 requests and knows that the identity providers available to it also support version 1.2 requests and responses. It MUST NOT include this URI if it knows that the identity providers available to it cannot process version 1.2 messages. The ordering of the URIs in the LIB_Version header is meaningful; therefore, service providers and identity providers are encouraged to use the first version in the list that they support. Supported Liberty versions are not negotiated between the LECP and the service provider. The LECP advertises what version it supports; the service provider MUST return the response for the corresponding version as defined in step 3 below.

Optional extensions MAY be added to the Liberty-Enabled header to indicate new information. The value of the ExtName production MUST use the "host" ";" prefixed form if the new extension name has not been standardized and registered with Liberty or its designated registration authorities. The value of the host portion MUST be an IP or DNS address that is owned by the issuer of the new name. By using the DNS/IP prefix, effectively namespace collisions can be prevented without the need of introducing another centralized registration agency.

A LECP MAY include the Liberty-Agent header in its requests. This header provides information about the software implementing the LECP functionality and is similar to the User-Agent and Server headers in HTTP.
1045 Liberty-Agent = "Liberty-Agent" "=" 1*( product | comment)
1048
Note:
1049 The reason for introducing the new header (that is, Liberty-Enabled) rather than using User-Agent is that a
1050 LECP may be a Liberty-enabled proxy. In such a case the information about the Liberty-enabled proxy would
1051 not be in the User-Agent header. In theory the information could be in the VIA header. However, for security
1052 reasons, values in the VIA header can be collapsed, and comments (where software information would be
1053 recorded) can always be removed. As such, the VIA header is not suitable. Using the User-Agent header
1054 for a Liberty-enabled client and the Liberty-Agent header for a Liberty-enabled proxy was also discussed.
1055 However, this approach seemed too complex.
1056 Originally the Liberty-Agent header was going to be part of the Liberty-Enabled header. However, header
1057 lengths in HTTP implementations are limited; therefore, putting this information in its own header was
1058 considered the preferred approach.
1059 A LECP MAY add a Liberty-Enabled entry in the HTTP User-Agent request header. The HTTP User-Agent header is
1060 specified in [RFC2616]. A LECP MAY include in the value of this header the Liberty-Enabled string as defined
1061 above for the Liberty-Enabled header.
1062 Note:
1063 The reason for adding information to the User-Agent header is to allow for Liberty-enabled client products
1064 that must rely on a platform that cannot be instructed to insert new headers in each HTTP request.
1065 The User-Agent header is often overloaded; therefore, the Liberty-Enabled header should be the first choice
1066 for any implementation of a LECP. The entry in the User-Agent header then remains as a last resort.
1067 3.2.4.2. Interactions
1068 Figure 5 illustrates the Liberty-enabled client and proxy profile for single sign-on.
This profile description assumes that the user agent has already authenticated at the identity provider prior to step 1. Thus, a valid session exists for the user agent at the identity provider.

The LECP receives authentication requests from the service provider in the body of the HTTP response. The LECP submits this authentication request as a SOAP request to the identity provider. Because this SOAP request is between the LECP and the identity provider, TLS authentication cannot be performed between service provider and identity provider; therefore, service providers and identity providers MUST rely on the signature of the `<lib:AuthnRequest>` and the returned `<saml:Assertion>`, respectively, for mutual authentication.

When implementing this profile, processing rules for steps 5, 10, and 11 defined in Section 3.2.1 for single sign-on profiles MUST be followed, while steps 2, 8, and 9 MUST be omitted. Additionally, the following rules MUST be observed as they relate to steps 1, 3, 4, 6, and 7:

### 3.2.4.2.1. Step 1: Accessing the Service Provider

In step 1, the user agent accesses the service provider with the Liberty-Enabled header (or with the Liberty-Enabled entry in the User-Agent header) included in the HTTP request.

The HTTP request MUST contain only one Liberty-Enabled header. Hence if a proxy receives a HTTP request that contains a Liberty-Enabled header, it MUST NOT add another Liberty-Enabled header. However, a proxy MAY replace the Liberty-Enabled header. A proxy that replaces or adds a Liberty-Enabled header MUST process `<lib:AuthnRequest>` messages as defined in steps 3 and 4 as well as `<lib:AuthnResponse>` messages as specified in steps 6 and 7.

It is RECOMMENDED that a LECP add "application/vnd.liberty-request+xml" as one of its supported content types to the Accept header.

### 3.2.4.2.2. Step 3: HTTP Response with `<AuthnRequest>`

In step 3, the service provider’s intersite transfer service issues an HTTP 200 OK response to the user agent. The response MUST contain a single `<lib:AuthnRequestEnvelope>` with content as defined in [LibertyProtSchema].

If a service provider receives a Liberty-Enabled header, or a User-Agent header with the Liberty-Enabled entry, the...
service provider MUST respond according to the Liberty-enabled client and proxy profile and include a Liberty-Enabled header in its response. Hence service providers MUST support the Liberty-enabled client and proxy profile.

The processing rules and default values for the Liberty-Enabled indications are as defined in Section 3.2.4.1. The service provider MAY advertise any Liberty version supported in this header, not only the version used for the specific response.

The HTTP response MUST contain a Content-Type header with the value application/vnd.liberty-request+xml unless the LECP and service provider have negotiated a different format.

A service provider MAY provide a list of identity providers it recognizes by including the <lib:IDPList> element in the <lib:AuthnRequestEnvelope>. The format and processing rules for the identity provider list MUST be as defined in [LibertyProtSchema].

Note:

In cases where a value for the <lib:GetComplete> element is provided within <lib:IDPList>, the URI value for this element MUST specify https as the URL <scheme>.

The service provider MUST specify a URL for receiving <AuthnResponse> elements, locally generated by the intermediary, by including the <lib:AssertionConsumerServiceURL> element in the <lib:AuthnRequestEnvelope>.

The following example demonstrates the usage of the <lib:AuthnRequestEnvelope>:

```xml
<?xml version="1.0" ?>
<lib:AuthnRequestEnvelope xmlns:lib="urn:liberty:iff:2003-08">
  <lib:AuthnRequest>
    ...
  </lib:AuthnRequest>
  <lib:AssertionConsumerServiceURL>
    https://service-provider.com/LibertyLogin
  </lib:AssertionConsumerServiceURL>
  <lib:IDPList>
    ...
  </lib:IDPList>
</lib:AuthnRequestEnvelope>
```

If the service provider does not support the LECP-advertised Liberty version, the service provider MUST return to the LECP an HTTP 501 response with the reason phrase "Unsupported Liberty Version."

The responses in step 3 and step 6 SHOULD NOT be cached. To this end service providers and identity providers SHOULD place both "Cache-Control: no-cache" and "Pragma: no-cache" on their responses to ensure that the LECP and any intervening proxies will not cache the response.

### 3.2.4.2.3. Step 4: HTTP Request with <AuthnRequest>

In step 4, the LECP determines the appropriate identity provider to use and then issues an HTTP POST of the <lib:AuthnRequest> in the body of a SOAP message to the identity provider’s single sign-on service URL. The request MUST contain the same <lib:AuthnRequest> as was received in the <lib:AuthnRequestEnvelope> from the service provider in step 3.

Note:

The identity provider list can be used by the LECP to create a user identifier to be presented to the Principal. For example, the LECP could compare the list of the Principal’s known identities (and the identities of the identity provider that provides those identities) against the list provided by the service provider and then only display the intersection.
1140 If the LECP discovers a syntax error due to the service provider or cannot proceed any further for other reasons (for example, cannot resolve identity provider, cannot reach the identity provider, etc), the LECP MUST return to the service provider a `<lib:AuthnResponse>` with a `<samlp:Status>` indicating the desired error element as defined in [LibertyProtSchema]. The `<lib:AuthnResponse>` containing the error status MUST be sent using a POST to the service provider’s assertion consumer service URL obtained from the `<lib:AssertionConsumerServiceURL>` element of the `<lib:AuthnRequestEnvelope>`. The POST MUST be a form that contains the field LARES with the value being the `<lib:AuthnResponse>` protocol message as defined in [LibertyProtSchema], containing the `<samlp:Status>`. The `<lib:AuthnResponse>` MUST be encoded by applying a base64 transformation (refer to [RFC2045]) to the `<lib:AuthnResponse>` and all its elements.

1149 3.2.4.2.4. Step 6: HTTP Response with `<AuthnResponse>`

1150 In step 6, the identity provider responds to the `<lib:AuthnRequest>` by issuing an HTTP 200 OK response. The response MUST contain a single `<lib:AuthnResponseEnvelope>` in the body of a SOAP message with content as defined in [LibertyProtSchema].

1153 In step 6, the identity provider responds to the `<lib:AuthnRequest>` by issuing an HTTP 200 OK response. The response MUST contain a single `<lib:AuthnResponseEnvelope>` in the body of a SOAP message with content as defined in [LibertyProtSchema].

1156 The identity provider MUST include the Liberty-Enabled HTTP header following the same processing rules as defined in 3.2.5.1.

1158 The Content-Type MUST be set to application/vnd.liberty-response+xml.

1159 If the identity provider discovers a syntax error due to the service provider or LECP or cannot proceed any further for other reasons (for example, an unsupported Liberty version), the identity provider MUST return to the LECP a `<lib:AuthnResponseEnvelope>` containing a `<lib:AuthnResponse>` with a `<samlp:Status>` indicating the desired error element as defined in [LibertyProtSchema].

1163 3.2.4.2.5. Step 7: Posting the Form Containing the `<AuthnResponse>`

1164 In step 7, the LECP issues an HTTP POST of the `<lib:AuthnResponse>` that was received in the `<lib:AuthnResponseEnvelope>` SOAP response in step 6. The `<lib:AuthnResponse>` MUST be sent using a POST to the service provider’s assertion consumer service URL identified by the `<lib:AssertionConsumerServiceURL>` element within the `<lib:AuthnResponseEnvelope>` obtained from the identity provider in step 6. The POST MUST be a form that contains the field LARES with the value being the `<lib:AuthnResponse>` protocol message as defined in [LibertyProtSchema]. The `<lib:AuthnResponse>` MUST be encoded by applying a base64 transformation (refer to [RFC2045]) to the `<lib:AuthnResponse>` and all its elements. The service provider’s assertion consumer service URL used as the target of the form POST MUST specify https as the URL scheme; if another scheme is specified, it MUST be treated as an error by the identity provider.

1174 If the LECP discovers an error (for example, syntax error in identity provider response), the LECP MUST return to the service provider a `<lib:AuthnResponse>` with a `<samlp:Status>` indicating the appropriate error element as defined in [LibertyProtSchema]. The `<ProviderID>` in the `<lib:AuthnResponse>` MUST be set to urn:liberty:iff:lecp. The `<lib:AuthnResponse>` containing the error status MUST be sent using a POST to the service provider’s assertion consumer service URL. The POST MUST be a form that contains the field named LARES with its value being the `<lib:AuthnResponse>` protocol message as defined in [LibertyProtSchema] with formatting as specified 3.1.2. Any `<lib:AuthnResponse>` messages created by the identity provider MUST not be sent to the service provider.

1182 3.3. Register Name Identifier Profiles

1183 This section defines the profiles by which a provider may register or change a name identifier for a Principal. This message exchange is optional. During federation, the identity provider supplies an opaque handle identifying the
Principle. This is the `<lib:IDPProvidedNameIdentifier>`. If neither provider involved in the federation opts to register any other name identifier, then this initial `<lib:IDPProvidedNameIdentifier>` is to be used by both providers.

An identity provider may choose to register a new `<lib:IDPProvidedNameIdentifier>` at any time subsequent to federation, using this protocol. Additionally, a service provider may choose to register an `<lib:SPProvidedNameIdentifier>`, which it expects the identity provider to use (instead of the `<lib:IDPProvidedNameIdentifier>`) when communicating with it about the Principal.

Two profiles are specified: HTTP-Redirect-Based and SOAP/HTTP-based.

Either the identity or service provider may initiate the register name identifier protocol. The available profiles are defined in Section 3.3.1 and Section 3.3.2, and vary slightly based on whether the protocol was initiated by the identity or service provider:

- Register Name Identifier Initiated at Identity Provider
  - HTTP-Redirect-Based: Relies on a HTTP 302 redirect to communicate between the identity provider and the service provider.
  - SOAP/HTTP-Based: Relies on a SOAP call from the identity provider to the service provider.

- Register Name Identifier Initiated at Service Provider
  - HTTP-Redirect-Based: Relies on a HTTP 302 redirect to communicate between the service provider and the identity provider.
  - SOAP/HTTP-Based: Relies on a SOAP call from the service provider to the identity provider.

The interactions and processing rules for the SOAP/HTTP-based and HTTP-redirect-based profiles are essentially the same regardless of whether the profile was initiated at the service provider or at the identity provider, but the message flow directions are reversed.

The register name identifier profiles make use of the following metadata elements, as defined in [LibertyMetadata]:

- `RegisterNameIdentifierProtocolProfile`: The service provider’s preferred register name identifier profile, which should be used by the identity provider when registering a new identifier. This would specify the URI based identifier for one of the IDP Initiated register name identifier profiles.
- `RegisterNameIdentifierServiceURL`: The URL used for user-agent-based Register Name Identifier Protocol profiles.
- `RegisterNameIdentifierServiceReturnURL`: The provider’s redirecting URL for use after HTTP name registration has taken place.
- `SOAPEndpoint`: The SOAP endpoint location at the service provider or identity provider to which Liberty SOAP messages are sent.
3.3.1. Register Name Identifier Initiated at Identity Provider

An identity provider MAY change the `<lib:IDPProvidedNameIdentifier>` it has assigned a Principal and transmit that information to a service provider. The `<lib:IDPProvidedNameIdentifier>` MAY be changed without changing any federations. The reasons an identity provider may wish to change the name identifier for a Principal are implementation dependent, and thus outside the scope of this specification. Changing the `<lib:IDPProvidedNameIdentifier>` MAY be accomplished in either an HTTP-Redirect-Based or SOAP/HTTP mode.

3.3.1.1. HTTP-Redirect-Based Profile

A HTTP-redirect-based register name identifier profile cannot be self-initiated by an identity provider, but must be triggered by a message, such as an `<lib:AuthnRequest>`. We note that we do not normatively specify when and how the identity provider can initiate this profile—that is left to the discretion of the identity provider. As an example, it may be triggered by a message, such as an `<lib:AuthnRequest>`. When the identity provider decides to initiate the profile in this case, it will insert this profile between the `AuthnRequest/AuthnResponse` transactions.

The HTTP-redirect-based profile relies on using HTTP 302 redirects to communicate register name identifier messages from the identity provider to the service provider. The HTTP-Redirect Register Name Identifier Profile (Figure 6) illustrates this transaction.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: `http://projectliberty.org/profiles/rni-idp-http`

This URI identifier MUST be specified in the service provider metadata element `RegisterNameIdentifierProtocolProfile` when the service provider intends to indicate to the identity provider a preference for receiving register name identifier messages via a HTTP 302 redirect.

In an example scenario, the service provider makes an `<lib:AuthnRequest>` to the identity provider for authentication of the Principal’s User Agent (step 1). The identity provider effects an `<lib:IDPProvidedNameIdentifier>` change in the service provider via a URL redirection. The profile is as follows:

3.3.1.1. Step 1: Initiate Profile

This interaction is not normatively specified as part of the profile, but shown for illustrative purposes.
3.3.1.1.2. Step 2: Redirecting to the Service Provider Register Name Identifier Service

In step 2, the identity provider redirects the user agent to the register name identifier service at the service provider.

The redirection MUST adhere to the following rules:

- The Location HTTP header MUST be set to the service provider’s register name identifier service URL.
- The service provider’s register name identifier service URL MUST specify https as the URL scheme; if another scheme is specified, the identity provider MUST NOT redirect to the service provider.
- The Location HTTP header MUST include a <query> component containing the <lib:RegisterNameIdentifierRequest> protocol message as defined in [LibertyProtSchema] with formatting as specified in Section 3.1.2.

The HTTP response MUST take the following form:

```
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Service Provider Register Name Identifier service URL>?<query>
<other HTTP 1.0 or 1.1 components>
```

where:

- <Service Provider Register Name Identifier service URL>
  This element provides the host name, port number, and path components of the register name identifier service URL at the service provider.
- <query>= ...<URL-encoded RegisterNameIdentifierRequest>...
  The <query> component MUST contain a single register name identifier request.

3.3.1.1.3. Step 3: Accessing the Service Provider Register Name Identifier Service

In step 3, the user agent accesses the service provider’s register name identifier service URL with the <lib:RegisterNameIdentifierRequest> information attached to the URL fulfilling the redirect request.

3.3.1.1.4. Step 4: Processing the Register Name Identifier Request

In step 4, the service provider MUST process the <lib:RegisterNameIdentifierRequest> according to the rules defined in [LibertyProtSchema].

The service provider MAY remove the old name identifier after registering the new name identifier.

3.3.1.1.5. Step 5: Redirecting to the Identity Provider return URL with the Register Name Identifier Response

In step 5, the service provider’s register name identifier service responds and redirects the user agent back to identity provider using a return URL location specified in the RegisterNameIdentifierServiceReturnURL metadata element. If the URL-encoded <lib: RegisterNameIdentifierRequest> message received in step 3 contains a parameter named RelayState, then the service provider MUST include a <query> component containing the same RelayState parameter and its value in its response to the identity provider.

The redirection MUST adhere to the following rules:

- The Location HTTP header MUST be set to the identity providers return URL specified in the RegisterNameIdentifierServiceReturnURL metadata element.
• The identity provider’s return URL MUST specify https as the URL scheme; if another scheme is specified, the service provider MUST NOT redirect to the identity provider.

• The Location HTTP header MUST include a <query> component containing the <lib:RegisterNameIdentifierResponse> protocol message as defined in [LibertyProtSchema] with formatting as specified in Section 3.1.2.

The HTTP response MUST take the following form:

<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Identity Provider Service Return URL>/?<query>
<other HTTP 1.0 or 1.1 components>

where:

<Identity Provider Service Return URL>
This element provides the host name, port number, and path components of the return URL at the identity provider.

=query= ...<URL-encoded RegisterNameIdentifierResponse>...

The <query> component MUST contain a single register name identifier response. The <URL-encoded RegisterNameIdentifierResponse> component MUST contain the identical RelayState parameter and its value that was received in the URL-encoded register name identifier message obtained in step 3. If no RelayState parameter was provided in the step 3 message, then a RelayState parameter MUST NOT be specified in the <URL-encoded RegisterNameIdentifierResponse>.

3.3.1.1.6. Step 6: Accessing the Identity Provider return URL with the Register Name Identifier Response

In step 6, the user agent accesses the identity provider’s return URL location fulfilling the redirect request.

3.3.1.1.7. Step 7: Complete profile

This concludes the initial sequence, which triggered the initiation of this profile.

3.3.1.2. SOAP/HTTP-Based Profile

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/rni-idp-soap

This URI identifier MUST be specified in the service provider metadata element RegisterNameIdentifierProtocolProfile when the service provider intends to indicate to the identity provider a preference for receiving register name identifier messages via SOAP over HTTP.

The steps involved in the SOAP/HTTP-based profile MUST utilize the SOAP binding for Liberty as defined in Section 2.1. See Figure 7.
3.3.1.2.1. Step 1 Initiate Profile

In step 1, the identity provider sends a `<lib:RegisterNameIdentifierRequest>` protocol message to the service provider's SOAP endpoint specifying `<lib:SPProvidedNameIdentifier>`, `<lib:IDPProvidedNameIdentifier>`, and `<lib:OldProvidedNameIdentifier>` as defined in [LibertyProtSchema]. The `<lib:SPProvidedNameIdentifier>` will only contain a value if the service provider has previously used the register name identifier profile.

3.3.1.2.2. Step 2: Process Request

Service provider records new `<lib:IDPProvidedNameIdentifier>`.

3.3.1.2.3. Step 3: Response to Register Name Identifier

The service provider, after successfully registering the new `<lib:IDPProvidedNameIdentifier>` provided by the identity provider, MUST respond with a `<lib:RegisterNameIdentifierResponse>` according to the processing rules defined in [LibertyProtSchema].

3.3.2. Register Name Identifier Initiated at ServiceProvider

A service provider may register, or change a `<lib:SPProvidedNameIdentifier>` which is a name identifier it expects the identity provider to use when communicating with it about the Principal. Until it registers a `<lib:SPProvidedNameIdentifier>`, an identity provider will continue to use the current `<lib:IDPProvidedNameIdentifier>` when referring to the Principal.

3.3.2.1. HTTP-Redirect-Based Profile

The HTTP-redirect-based profile relies on the use of a HTTP 302 redirect to communicate a register name identifier message from the service provider to the identity provider.
The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/rni-sp-http

A HTTP-redirect-based register name identifier profile can be self-initiated by a service provider to change the `<lib:SPProvidedNameIdentifier>`.

The HTTP-redirect-based profile relies on using HTTP 302 redirects to communicate register name identifier messages from the service provider to the identity provider. The service provider effects a `<lib:SPProvidedNameIdentifier>` change in the identity provider via a URL redirection. For a discussion of the interactions and processing steps, refer to Section 3.3.1.1. When reviewing that profile, interchange all references to service provider and identity provider in the interaction diagram and processing steps 2-6. See Figure 8. Note that in step 4 the old SPProvidedNameIdentifier SHOULD be removed at the IdP.

3.3.2.2. SOAP/HTTP-Based Profile

The SOAP/HTTP-based profile relies on using SOAP over HTTP to communicate register name identifier messages from the service provider to the identity provider. For a discussion of the interactions and processing steps, refer to Section 3.3.1.2. When reviewing that profile, interchange all references to service provider and identity provider in the interaction diagram and processing steps. See Figure 9.

The following URI-based identifier MUST be used when referencing this specific profile:

```plaintext
URI: http://projectliberty.org/profiles/rni-sp-http
```
In step 1, the service provider sends a `<lib:RegisterNameIdentifierRequest>` protocol message to the identity provider’s SOAP endpoint specifying `<lib:SPProvidedNameIdentifier>`, `<lib:IDPProvidedNameIdentifier>`, and `<lib:OldProvidedNameIdentifier>` as defined in [LibertyProtSchema]. The `<lib:OldProvidedNameIdentifier>` will only contain a value if the service provider has previously used the register name identifier profile.

### 3.4. Identity Federation Termination Notification Profiles

The Liberty identity federation termination notification profiles specify how service providers and identity providers are notified of federation termination (also known as defederation).

**Note:**

Other means of federation termination are possible, such as federation expiration and termination of business agreements between service providers and identity providers. These means of federation termination are outside the scope of this specification.

Identity federation termination can be initiated at either the identity provider or the service provider. The Principal SHOULD have been authenticated by the provider at which identity federation termination is being initiated. The available profiles are defined in Section 3.4.1 and Section 3.4.2, depending on whether the identity federation termination notification process was initiated at the identity provider or service provider:

- **Federation Termination Notification Initiated at Identity Provider**

  - HTTP-Redirect-Based: Relies on a HTTP 302 redirect to communicate between the identity provider and the service provider.

  - SOAP/HTTP-Based: Relies on a SOAP call from the identity provider to the service provider.

- **Federation Termination Notification Initiated at Service Provider**

  - HTTP-Redirect-Based: Relies on a HTTP 302 redirect to communicate between the service provider and the identity provider.

  - SOAP/HTTP-Based: Relies on a SOAP call from the service provider to the identity provider.

The interactions and processing rules for the SOAP/HTTP-based and HTTP-redirect-based profiles are essentially the same regardless of whether federation termination notification was initiated at the service provider or at the identity provider.

The identity federation termination notification profiles make use of the following metadata elements, as defined in [LibertyProtSchema]:

- **FederationTerminationServiceURL** - The URL at the service provider or identity provider to which identity federation termination notifications are sent. It is documented in these profiles as “federation termination service URL.”
3.4.1. Federation Termination Notification Initiated at Identity Provider

The profiles in Section 3.4.1.1 and Section 3.4.1.2 are specific to identity federation termination when initiated at the identity provider. Effectively, when using these profiles, the identity provider is stating to the service provider that it will no longer provide the Principal’s identity information to the service provider and that the identity provider will no longer respond to any requests by the service provider on behalf of the Principal.

3.4.1.1. HTTP-Redirect-Based Profile

The HTTP-redirect-based profile relies on using HTTP 302 redirect to communicate federation termination notification messages from the identity provider to the service provider. See Figure 10.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/fedterm-idp-http

This URI identifier MUST be specified in the service provider metadata element FederationTerminationNotificationProtocolProfile when the service provider intends to indicate to the identity provider a preference for receiving federation termination notifications via a HTTP 302 redirect.

This profile description assumes the following preconditions:

- The Principal’s identity at the service provider is federated with his/her identity at the identity provider.
- The Principal has requested to the identity provider that the federation be terminated.
- The Principal has authenticated with the identity provider.

Figure 10. HTTP-redirect-based profile for federation termination
3.4.1.1.1. Step 1: Accessing the Federation Termination Service

In step 1, the user agent accesses the identity federation termination service URL at the identity provider specifying the service provider with which identity federation termination should occur. How the service provider is specified is implementation-dependent and, as such, is out of the scope of this specification.

3.4.1.1.2. Step 2: Redirecting to the Service Provider

In step 2, the identity provider’s federation termination service URL responds and redirects the user agent to the federation termination service at the service provider.

The redirection MUST adhere to the following rules:

- The Location HTTP header MUST be set to the service provider’s federation termination service URL.
- The service provider’s federation termination service URL MUST specify https as the URL scheme; if another scheme is specified, the identity provider MUST NOT redirect to the service provider.
- The Location HTTP header MUST include a <query> component containing the <lib:FederationTerminationNotification> protocol message as defined in [LibertyProtSchema] with formatting as specified in Section 3.1.2.

The HTTP response MUST take the following form:

```
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Service Provider Federation Termination service URL>?<query>
<other HTTP 1.0 or 1.1 components>
```

where:

- `<Service Provider Federation Termination service URL>`
- `<query>`

The `<query>` component MUST contain a single terminate federation request.

3.4.1.1.3. Step 3: Accessing the Service Provider Federation Termination Service

In step 3, the user agent accesses the service provider’s federation termination service URL with the <lib:FederationTerminationNotification> information attached to the URL fulfilling the redirect request.

3.4.1.1.4. Step 4: Processing the Notification

In step 4, the service provider MUST process the <lib:FederationTerminationNotification> according to the rules defined in [LibertyProtSchema].

The service provider MAY remove any locally stored references to the name identifier it received from the identity provider in the <lib:FederationTerminationNotification>.

3.4.1.1.5. Step 5: Redirecting to the Identity Provider Return URL
In step 5, the service provider’s federation termination service responds and redirects the user agent back to identity provider using a return URL location specified in the FederationTerminationServiceReturnURL metadata element.

If the URL-encoded <lib:FederationTerminationNotification> message received in step 3 contains a parameter named RelayState, then the service provider MUST include a <query> component containing the same RelayState parameter and its value in its response to the identity provider.

No success or failure message should be conveyed in this HTTP redirect. The sole purpose of this redirect is to return the user agent to the identity provider where the federation termination process began.

The HTTP response MUST take the following form:

```
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Identity Provider Service Return URL >?<query>
<other HTTP 1.0 or 1.1 components>
```

where:

- `<Identity Provider Service Return URL>`
  This element provides the components of the return URL at the identity provider.
- `<query>= . . .RelayState=<. . .>`
  The `<query>` component MUST contain the identical RelayState parameter and its value that was received in the URL-encoded federation termination message obtained in step 3. If no RelayState parameter was provided in the step 3 message, then a RelayState parameter MUST NOT be specified in the `<query>` component.

### 3.4.1.6. Step 6: Accessing the Identity Provider Return URL

In step 6, the user agent accesses the identity provider’s return URL location fulfilling the redirect request.

### 3.4.1.7. Step 7: Confirmation

In step 7, the user agent is sent an HTTP response that confirms the requested action of identity federation termination with the specific service provider.

### 3.4.1.2. SOAP/HTTP-Based Profile

The SOAP/HTTP-based profile relies on using asynchronous SOAP over HTTP to communicate federation termination notification messages from the identity provider to the service provider. See Figure 11.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/fedterm-idp-soap

This URI identifier MUST be specified in the service provider metadata element FederationTerminationNotification-ProtocolProfile when the service provider intends to indicate to the identity provider a preference for receiving federation termination notifications via SOAP over HTTP.
Figure 11. SOAP/HTTP-based profile for federation termination

This profile description assumes the following preconditions:

- The Principal’s identity at the service provider is federated with his/her identity at the identity provider.
- The Principal has authenticated with the identity provider.

3.4.1.2.1. Step 1: Accessing the Federation Termination Service

In step 1, the user agent accesses the identity federation termination service URL at the identity provider specifying the service provider for which identity federation termination should occur. How the service provider is specified is implementation-dependent and, as such, is out of the scope of this specification.

3.4.1.2.2. Step 2: Notification of Federation Termination

In step 2, the identity provider sends an asynchronous SOAP over HTTP notification message to the service provider’s SOAP endpoint. The SOAP message MUST contain exactly one <lib:FederationTerminationNotification> element in the SOAP body and adhere to the construction rules defined in [LibertyProtSchema].

If a SOAP fault occurs, the identity provider SHOULD employ best effort to resolve the fault condition and resend the federation termination notification message to the service provider.

3.4.1.2.3. Step 3: Processing the Notification

In step 3, the service provider MUST process the <lib:FederationTerminationNotification> according to the rules defined in [LibertyProtSchema].

The service provider MAY remove any locally stored references to the name identifier it received from the identity provider in the <lib:FederationTerminationNotification>.

3.4.1.2.4. Step 4: Responding to the Notification

In step 4, the service provider MUST respond to the <lib:FederationTerminationNotification> with a HTTP 204 OK response.

3.4.1.2.5. Step 5: Confirmation

In step 5, the user agent is sent an HTTP response that confirms the requested action of identity federation termination with the specific service provider.

3.4.2. Federation Termination Notification Initiated at Service Provider
The profiles in 3.4.2.1 and 3.4.2.2 are specific to identity federation termination notification when initiated by a Principal at the service provider. Effectively, when using this profile, the service provider is stating to the identity provider that the Principal has requested that the identity provider no longer provide the Principal’s identity information to the service provider and that service provider will no longer ask the identity provider to do anything on the behalf of the Principal.

It is RECOMMENDED that the service provider, after initiating or receiving a federation termination notification, invalidate the local session for the Principal that was authenticated at the identity provider with which federation has been terminated. If the Principal was locally authenticated at the service provider, the service provider MAY continue to maintain a local session for the Principal. If the Principal wants to engage in a single sign-on session with identity provider again, the service provider MUST first federate with identity provider the given Principal.

### 3.4.2.1. HTTP-Redirect-Based Profile

The HTTP-redirect-based profile relies on the use of a HTTP 302 redirect to communicate a federation termination notification message from the service provider to the identity provider. For a discussion of the interactions and processing steps, refer to Section 3.4.1.1. When reviewing that profile, interchange all references to service provider and identity provider in the interaction diagram and processing steps.

The following URI-based identifier MUST be used when referencing this specific profile:

**URI:** http://projectliberty.org/profiles/fedterm-sp-http

This URI identifier is really only meant for service provider consumption and as such is not needed in any provider metadata.

### 3.4.2.2. SOAP/HTTP-Based Profile

The SOAP/HTTP-based profile relies on using asynchronous SOAP over HTTP to communicate federation termination notification messages from the service provider to the identity provider. For a discussion of the interactions and processing steps, refer to 3.4.1.2. When reviewing that profile, interchange all references to service provider and identity provider in the interaction diagram and processing steps.

The following URI-based identifier MUST be used when referencing this specific profile:

**URI:** http://projectliberty.org/profiles/fedterm-sp-soap

This URI identifier is really only meant for service provider consumption and as such is not needed in any provider metadata.

### 3.5. Single Logout Profiles

The single logout profiles synchronize session logout functionality across all sessions that were authenticated by a particular identity provider. The single logout can be initiated at either the identity provider or the service provider. In either case, the identity provider will then communicate a logout request to each service provider with which it has established a session for the Principal. The negotiation of which single logout profile the identity provider uses to communicate with each service provider is based upon the SingleLogoutProtocolProfile provider metadata element defined in [LibertyProtSchema].

The available profiles are defined in Section 3.5.1 and Section 3.5.2, depending on whether the single logout is initiated at the identity provider or service provider:

- **Single Logout Initiated at Identity Provider**
• HTTP-Based: Relies on using either HTTP 302 redirects or HTTP GET requests to communicate logout requests from an identity provider to the service providers.

• SOAP/HTTP-Based: Relies on SOAP over HTTP messaging to communicate logout requests from an identity provider to the service providers.

• Single Logout Initiated at Service Provider

• HTTP-Redirect-Based: Relies on a HTTP 302 redirect to communicate a logout request with the identity provider.

• SOAP/HTTP-Based: Relies on SOAP over HTTP messaging to communicate a logout request from a service provider to an identity provider.

• SingleLogoutServiceURL — The URL at the service provider or identity provider to which single logout requests are sent. It is described in these profiles as "single logout service URL."

• SingleLogoutServiceReturnURL — The URL used by the service provider when redirecting the user agent to the identity provider at the end of the single logout profile process.

• SingleLogoutProtocolProfile — Used by the identity provider to determine which single logout request profile MUST be used when communicating with the service provider.

• SOAPEndpoint — The SOAP endpoint location at the service provider or identity provider to which Liberty SOAP messages are sent.

3.5.1. Single Logout Initiated at Identity Provider

The profiles in 3.5.1.1 through 3.5.1.2 are specific to a single logout when initiated by a user agent at the identity provider.

3.5.1.1. HTTP-Based Profile

The HTTP-based profile defines two possible implementations that an identity provider may use. The first implementation relies on using HTTP 302 redirects, while the second uses HTTP GET requests. The choice of implementation is entirely dependent upon the type of user experience the identity provider provides.

The following URI-based identifier MUST be used when referencing either implementation for this specific profile:

URI: http://projectliberty.org/profiles/slo-idp-http

This URI identifier MUST be specified in the service provider metadata element SingleLogOutProtocolProfile when the service provider intends to indicate to the identity provider a preference for receiving logout requests via either a HTTP redirect or a HTTP GET.

3.5.1.1.1. HTTP-Redirect Implementation

The HTTP-Redirect implementation uses HTTP 302 redirects to communicate a logout request to each service provider for which the identity provider has provided authentication assertions during the Principal’s current session if the service provider indicated a preference to receive logout requests via the HTTP based profile. See Figure 12.
Steps 2 through 6 may be an iterative process for requesting logouts by each service provider that has been issued authentication assertions during the Principal’s current session and has indicated a preference to receive logout requests via the HTTP based profile.

[RFC2616] indicates a client should detect infinite redirection loops because such loops generate network traffic for each redirection. This requirement was introduced because previous versions of the specification recommended a maximum of five redirections. Content developers should be aware that some clients might implement such a fixed limitation.

3.5.1.1.1.1. Step 1: Accessing the Single Logout Service at the Identity Provider

In step 1, the user agent accesses the single logout service URL at the identity provider indicating that all service providers for which this identity provider has provided authentication assertions during the Principal’s current session must be notified of session termination.

3.5.1.1.1.2. Step 2: Redirecting to the Single Logout Service at the Service Provider

In step 2, the identity provider’s single logout service responds and redirects the user agent to the single logout service URL at each service provider for which the identity provider has provided an authentication assertion during the Principal’s current session with the identity provider.

The redirections MUST adhere to the following rules:

- The Location HTTP header MUST be set to the service provider’s single logout service URL.
- The service provider’s single logout service URL MUST specify https as the URL scheme; if another scheme is specified, the identity provider MUST NOT redirect to the service provider.
- The Location HTTP header MUST include a \(<query>\) component containing the \(<lib:LogoutRequest>\) protocol message as defined in [LibertyProtSchema] with formatting as specified in 3.1.2.
The HTTP response MUST take the following form:

<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Service Provider Single Log-Out service URL>?<query>
<other HTTP 1.0 or 1.1 components>

where:

<Service Provider Single Log-Out service URL>
This element provides the host name, port number, and path components of the single logout service URL at the service provider.

<query>= ...<URL-encoded LogoutRequest>...

The <query> MUST contain a single logout request.

3.5.1.1.3. Step 3: Accessing the Service Provider Single Logout Service

In step 3, the user agent accesses the service provider’s single logout service URL with the <lib:LogoutRequest> information attached to the URL fulfilling the redirect request.

3.5.1.1.4. Step 4: Processing the Request

In step 4, the service provider MUST process the <lib:LogoutRequest> according to the rules defined in [LibertyProtSchema].

The service provider MUST invalidate the session(s) of the Principal referred to in the name identifier it received from the identity provider in the <lib:LogoutRequest>.

3.5.1.1.5. Step 5: Redirecting to the Identity Provider Return URL

In step 5, the service provider’s single logout service responds and redirects the user agent back to the identity provider using the return URL location obtained from the SingleLogoutServiceReturnURL metadata element. If the URL-encoded <lib:LogoutRequest> message received in step 3 contains a parameter named RelayState, then the service provider MUST include a <query> component containing the same RelayState parameter and its value in its response to the identity provider.

The purpose of this redirect is to return the user agent to the identity provider so that the single logout process may continue in the same fashion with other service providers.

The HTTP response MUST take the following form:

<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Identity Provider Service Return URL>?<query>
<other HTTP 1.0 or 1.1 components>

where:

<Identity Provider Service Return URL>
This element provides the host name, port number, and path components of the return URL at the identity provider.

<query>= ...<URL-encoded LogoutResponse>
The <query> component MUST contain a single logout response. The <URL-encoded LogoutResponse> MUST contain the identical RelayState parameter and its value that was received in the URL-encoded logout request message obtained in step 3. If no RelayState parameter was provided in the step 3 message, then a RelayState parameter MUST NOT be specified in the <URL-encoded LogoutResponse>.

3.5.1.1.6. Step 6: Accessing the Identity Provider Return URL

In step 6, the user agent accesses the identity provider’s return URL location fulfilling the redirect request.

3.5.1.1.7. Step 7: Confirmation

In step 7, the user agent is sent an HTTP response that confirms the requested action of a single logout has been completed.

3.5.1.1.2. HTTP-GET Implementation

The HTTP-GET implementation uses HTTP GET requests to communicate logout requests to each service provider for which the identity provider has provided authentication during the Principal’s current session if the service provider indicated a preference to receive logout requests via the HTTP based profile. See Figure 13.

![Figure 13. HTTP-GET implementation for single logout initiated at identity provider](image-url)

Note:

Steps 3 through 7 may be an iterative process for requesting logout of each service provider that has been issued authentication assertions during the Principal’s current session and has indicated a preference to receive logout requests via the HTTP based profile.

3.5.1.1.2.1. Step 1: Accessing the Single Logout Service at the Identity Provider

In step 1, the user agent accesses the single logout service URL at the identity provider indicating that all service providers for which this identity provider has provided authentication assertions during the Principal’s current session must be notified of session termination and requested to logout the Principal.

3.5.1.1.2.2. Step 2: HTML Page Returned to User Agent with Image Tags

In step 2, the identity provider’s single logout service responds with an HTML page that includes image tags referencing the logout service URL for each of the service providers for which the identity provider has provided an authentication assertion during the Principal’s current session. The list of image tags MUST be sent in a standard HTTP 200 response to the user agent.
The image tag loads on the HTML page MUST adhere to the following rules:

- The SRC attribute MUST be set to the specific service provider’s single logout service URL.
- The service provider’s single logout service URL MUST specify https as the URL scheme.
- The service provider’s single logout service URL MUST include a <query> component containing the <lib:LogoutRequest> protocol message as defined in [LibertyProtSchema] with formatting as specified in 3.1.2.

### 3.5.1.1.2.3. Step 3: Accessing the Service Provider Single Logout Service

In step 3, the user agent, as a result of each image load, accesses the service provider’s single logout service URL with <lib:LogoutRequest> information attached to the URL. This step may occur multiple times if the HTTP response includes multiple image tag statements (one for each service provider that has been issued authentication assertions during the Principal’s current session).

### 3.5.1.1.2.4. Step 4: Processing the Request

In step 4, the service provider MUST process the <lib:LogoutRequest> according to the rules defined in [LibertyProtSchema]. The service provider MUST invalidate the session of the Principal referred to in the name identifier it received from the identity provider in the <lib:LogoutRequest>.

### 3.5.1.1.2.5. Step 5: Redirecting to the Identity Provider Logout Completion URL

In step 5, the service provider’s single logout service responds and redirects the image load back to the identity provider’s logout completion URL. This location will typically point to an image that will be loaded by the user agent to indicate that the logout is complete (for example, a checkmark).

The logout completion URL is obtained from the SingleLogoutServiceReturnURL metadata element.

The HTTP response MUST take the following form:

```
HTTP-Version 302 <Reason Phrase>
other headers
Location : https://<Identity Provider Logout Completion URL>?<query>
other HTTP 1.0 or 1.1 components
```

where:

- `<Identity Provider Logout Completion URL>`
  This element provides the host name, port number, and path components of the identity provider logout completion URL at the identity provider.

- `<query>...<URL-encoded LogoutResponse>`
  The <query> component MUST contain a single logout response. The <URL-encoded LogoutResponse> component MUST contain the identical RelayState parameter and its value that was received in the URL-encoded logout request message obtained in step 3. If no RelayState parameter was provided in step 3 then a RelayState message MUST NOT be specified in the <URL-encoded LogoutResponse>.

### 3.5.1.1.2.6. Step 6: Accessing the Identity Provider Logout Completion URL
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In step 6, the user agent accesses the identity provider’s logout completion URL fulfilling the redirect request.

### 3.5.1.2.7. Step 7: Confirmation

In step 7, the user agent is sent an HTTP response that confirms the requested action of a single logout has been completed.

**Note:**

One method for seamlessly returning the user agent back to the identity provider is for the HTML page generated in step 2 to include a script that runs when the page is completely loaded (all logouts completed) that will initiate the redirect to the identity provider.

### 3.5.1.2. SOAP/HTTP-Based Profile

The SOAP/HTTP-based profile uses SOAP over HTTP messaging to communicate a logout request to each service provider for which the identity provider has provided authentication assertions during the Principal’s current session if the service provider indicated a preference to receive logout request via the SOAP/HTTP-based profile. See Figure 14.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/slo-idp-soap

This URI identifier MUST be specified in the service provider metadata element SingleLogOutProtocolProfile when the service provider intends to indicate to the identity provider a preference for receiving logout requests via SOAP over HTTP.

---

![Diagram of SOAP/HTTP-based profile for single logout initiated at identity provider](image)

**Figure 14. SOAP/HTTP-based profile for single logout initiated at identity provider**

**Note:**

Steps 2 through 4 may be an iterative process for each service provider that has been issued authentication assertions during the Principal’s current session and has indicated a preference to receive logout requests via the SOAP/HTTP message profile.

### 3.5.1.2.1. Step 1: Accessing the Single Logout Service

In step 1, the user agent accesses the single logout service URL at the identity provider via an HTTP request.

### 3.5.1.2.2. Step 2: Logout Request

In step 2, the identity provider sends a SOAP over HTTP request to the SOAP endpoint of each service provider for which it provided authentication assertions during the Principal’s current session. The SOAP message MUST
contain exactly one `<lib:LogoutRequest>` element in the SOAP body and adhere to the construction rules defined in [LibertyProtSchema].

If a SOAP fault occurs, the identity provider SHOULD employ best efforts to resolve the fault condition and resend the single logout request to the service provider.

### 3.5.1.2.3. Step 3: Processing the Logout Request

In step 3, the service provider MUST process the `<lib:LogoutRequest>` according to the rules defined in [LibertyProtSchema].

The service provider MUST invalidate the session for the Principal specified by the name identifier provided by the identity provider in the `<lib:LogoutRequest>`.

### 3.5.1.2.4. Step 4: Responding to the Request

In step 4, the service provider MUST respond to the `<lib:LogoutRequest>` with a SOAP 200 OK `<lib:LogoutResponse>` message.

### 3.5.1.2.5. Step 5: Confirmation

In step 5, the user agent is sent an HTTP response that confirms the requested action of single logout has completed.

### 3.5.2. Single Logout Initiated at Service Provider

The profiles in Section 3.5.2.1 and Section 3.5.2.2 are specific to the Principal’ initiation of the single logout request process at the service provider.

#### 3.5.2.1. HTTP-Based Profile

The HTTP-redirect-based profile relies on using a HTTP 302 redirect to communicate a logout request with the identity provider. The identity provider will then communicate a logout request to each service provider with which it has established a session for the Principal using the service provider’ preferred profile for logout request from the identity provider (see Section 3.5.1). See Figure 15.

The following URI-based identifier MUST be used when referencing this specific profile:

**URI:** http://projectliberty.org/profiles/slo-sp-http

This URI identifier is intended for service provider consumption and is not needed in provider metadata.
Figure 15. HTTP-redirect-based profile for single logout initiated at service provider

Note:

Step 4 may involve an iterative process by the identity provider to implement the preferred profile for logout requests for each service provider that has been issued authentication assertions during the Principal’s current session.

3.5.2.1.1. Step 1: Accessing the Single Logout Service at the Service Provider

In step 1, the user agent accesses the single logout service URL at the service provider indicating that session logout is desired at the associated identity provider and all service providers for which this identity provider has provided authentication assertions during the Principal’s current session. If a current session exists for the Principal at the service provider, it is RECOMMENDED that the service provider terminate that session prior to step 2.

3.5.2.1.2. Step 2: Redirecting to the Single Logout Service at the Identity Provider

In step 2, the service provider’s single logout service responds and redirects the user agent to the single logout service URL at the identity provider.

The redirection MUST adhere to the following rules:

- The Location HTTP header MUST be set to the identity provider’s single logout service URL.
- The identity provider’s single logout service URL MUST specify https as the URL scheme; if another scheme is specified, the service provider MUST NOT redirect to the identity provider.
- The Location HTTP header MUST include a <query> component containing the <lib:LogoutRequest> protocol message as defined in [LibertyProtSchema] with formatting as specified in 3.1.2.
The HTTP response MUST take the following form:

```
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Identity Provider single log-out service URL>?<query>
<other HTTP 1.0 or 1.1 components>
```

where:

```
<Identity Provider single log-out service URL>
This element provides the host name, port number, and path components of the single logout service URL at the
identity provider.
<query>= ...<URL-encoded LogoutRequest>...
```

The <query> MUST contain a single logout request.

3.5.2.1.3. Step 3: Accessing the Identity Provider Single Logout Service

In step 3, the user agent accesses the identity provider’s single logout service URL with the <lib:LogoutRequest>
information attached to the URL fulfilling the redirect request.

3.5.2.1.4. Step 4: Processing the Request

In step 4, the identity provider MUST process the <lib:LogoutRequest> according to the rules defined in
[LibertyProtSchema].

Each service provider for which the identity provider has provided authentication assertions during the Principal’s
current session MUST be notified via the service provider’s preferred profile for logout request from the identity
provider (see Section 3.5.1).

The identity provider’s current session with the Principal MUST be terminated, and no more authentication assertions
for the Principal are to be given to service providers.

3.5.2.1.5. Step 5: Redirecting to the Service Provider Return URL

In step 5, the identity provider’s single logout service responds and redirects the user agent back to service provider
using the return URL location obtained from the SingleLogoutServiceReturnURL metadata element. If the URL-
encoded <lib:LogoutRequest> message received in step 3 contains a parameter named RelayState, then the identity
provider MUST include a <query> component containing the same RelayState parameter and its value in its response
to the service provider.

The purpose of this redirect is to return the user agent to the service provider.

The HTTP response MUST take the following form:

```
<HTTP-Version> 302 <Reason Phrase>
<other headers>
Location : https://<Service Provider Return Service URL>?<query>
<other HTTP 1.0 or 1.1 components>
```

where:

```
<Service Provider Service Return URL>
```
This element provides the host name, port number, and path components of the return URL location at the service provider.

<query>= ...<URL-encoded LogoutResponse>

The <query> component MUST contain a single logout response. The <URL-encoded LogoutResponse> component MUST contain the identical RelayState parameter and its value that was received in the URL-encoded logout request message obtained in step 3. If no RelayState parameter was provided in the step 3 message, then a RelayState parameter MUST NOT be specified in the <URL-encoded LogoutResponse>.

3.5.2.1.6. Step 6: Accessing the Service Provider Return URL

In step 6, the user agent accesses the service provider’s return URL location fulfilling the redirect request.

3.5.2.1.7. Step 7: Confirmation

In step 7, the user agent is sent an HTTP response that confirms the requested action of a single logout has been completed.

3.5.2.2. SOAP/HTTP-Based Profile

The SOAP/HTTP-based profile relies on using SOAP over HTTP messages to communicate a logout request to the identity provider. The identity provider will then communicate a logout request to each service provider it has established a session with for the Principal via the service provider’s preferred profile for logout requests from the identity provider (see Section 3.5.1). See Figure 16.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/slo-sp-soap

This URI identifier is intended for service provider consumption and is not needed in provider metadata.

Figure 16. SOAP/HTTP-based profile for single logout initiated at service provider

Note:

Step 3 may involve an iterative process by the identity provider to implement the preferred profile for logout requests for each service provider that has been issued authentication assertions during the Principal’s current session.

3.5.2.2.1. Step 1: Accessing Single Logout Service
In step 1, the user agent accesses the single logout service URL at the service provider via an HTTP request.

### 3.5.2.2.2. Step 2: Logout Request

In step 2, the service provider sends a SOAP over HTTP request to the identity provider’s SOAP endpoint. The SOAP message MUST contain exactly one `<lib:LogoutRequest>` element in the SOAP body and adhere to the construction rules as defined in [LibertyProtSchema].

If a SOAP fault occurs, the service provider SHOULD employ best efforts to resolve the fault condition and resend the single logout request to the identity provider.

### 3.5.2.2.3. Step 3: Processing the Logout Request

In step 3, the identity provider MUST process the `<lib:LogoutRequest>` according to the rules defined in [LibertyProtSchema].

Each service provider for which the identity provider has provided authentication assertions during the Principal’s current session MUST be requested to logout the Principal via the service provider’s preferred profile for logout requests from the identity provider. If the identity provider determines that one or more of service providers to which it has provided assertions regarding this Principal do not support the SOAP profiles for the single logout, the identity provider MUST return a `<lib:LogoutResponse>` containing a status code of `<lib:UnsupportedProfile>`. The service provider MUST then re-submit its LogoutRequest via the HTTP profile described above.

The identity provider’s current session with the Principal MUST be terminated, and no more authentication assertions for the Principal are to be given to service providers.

### 3.5.2.2.4. Step 4: Responding to the Logout Request

In step 4, the identity provider MUST respond to the `<lib:LogoutRequest>` with a SOAP 200 OK `<lib:LogoutResponse>` message.

### 3.5.2.2.5. Step 5: Confirmation

In step 5, the user agent is sent an HTTP response that confirms the requested action of single logout was completed.

### 3.6. Identity Provider Introduction

This section defines the profiles by which a service provider discovers which identity providers a Principal is using. In identity federation networks having more than one identity provider, service providers need a means to discover which identity providers a Principal uses. The introduction profile relies on a cookie that is written in a domain that is common between identity providers and service providers in an identity federation network. The domain that the identity federation network predetermines for a deployment is known as the common domain in this specification, and the cookie containing the list of identity providers is known as the common domain cookie.

Implementation of this profile is OPTIONAL. Whether identity providers and service providers implement this profile is a policy and deployment issue outside the scope of this specification. Also, which entities host web servers in the common domain is a deployment issue and is outside the scope of this specification.

### 3.6.1. Common Domain Cookie

The name of the cookie MUST be `_liberty_idp`. The format of the cookie content MUST be a list of base64-encoded (see [RFC2045]) identity provider succinct IDs separated by a single white space character. The identity provider IDs MUST adhere to the creation rules as defined in Section 3.2.2.2. The identity provider ID is a metadata element, as defined in [LibertyMetadata].
The common domain cookie writing service SHOULD append the identity provider ID to the list. If the identity provider ID is already present in the list, it MAY remove and append it when authentication of the Principal occurs. The intent is that the most recently established identity provider session is the last one in the list.

The cookie MUST be set with no Path prefix or a Path prefix of "/". The Domain MUST be set to ".[common-domain]" where [common-domain] is the common domain established within the identity federation network for use with the introduction protocol. The cookie MUST be marked as Secure.

The cookies MAY be either session or persistent (see [RFC2109]), the implementation of which is a policy and deployment issue of the identity federation network.

### 3.6.2. Setting the Common Domain Cookie

After the identity provider authenticates a Principal, it MAY set the common domain cookie. The means by which the identity provider sets the cookie are implementation-specific so long as the cookie is successfully set with the parameters given above. One possible implementation strategy follows and should be considered non-normative. The identity provider may:

- Have previously established a DNS and IP alias for itself in the common domain
- Redirect the user agent to itself using the DNS alias using a URL specifying "https" as the URL scheme. The structure of the URL is private to the implementation and may include session information needed to identify the user-agent.
- Redirect the user agent to itself using the DNS alias using a URL specifying "https" as the URL scheme. The structure of the URL is private to the implementation and may include session information needed to identify the user-agent.
- Redirect the user agent back to itself, or, if appropriate, to the service provider.

### 3.6.3. Obtaining the Common Domain Cookie

When a service provider needs to discover which identity providers the Principal uses, it invokes a protocol exchange designed to present the common domain cookie to the service provider after it is read by an HTTP server in the common domain.

If the HTTP server in the common domain is operated by the service provider, the service provider MAY redirect the user agent to an identity provider’s intersite transfer service for an optimized single sign-on process.

The specific means by which the service provider reads the cookie are implementation-specific so long as it is able to cause the user agent to present cookies that have been set with the parameters given in section Section 3.6.1. One possible implementation strategy is described as follows and should be considered non-normative. Additionally, it may be sub-optimal for some applications.

- Have previously established a DNS and IP alias for itself in the common domain
- Redirect the user agent to itself using the DNS alias using a URL specifying "https" as the URL scheme. The structure of the URL is private to the implementation and may include session information needed to identify the user-agent.
- Set the cookie on the redirected user agent using the parameters specified above
- Redirect the user agent back to itself, or, if appropriate, to the service provider.
3.7. NameIdentifier Mapping Profile

The NameIdentifier mapping profile specifies how a service provider may obtain a NameIdentifier for a Principal it has federated in the "namespace" of a different service provider, by querying an identity provider that has federated the Principal with both service providers. This NameIdentifier may be used to obtain additional information about a Principal from a SAML authority, or used for other non-specific purposes. In most cases, the encryption profile in the following section will be used to obfuscate and time-limit this identifier to restrict its use.

The NameIdentifier mapping profile makes use of the following metadata elements, as defined in [LibertyMetadata]:

- NameIdentifierMappingProtocolProfile - A URI indicating the profile of this protocol supported by the identity provider.
- SOAP Endpoint - The SOAP endpoint location at the identity provider to which Liberty SOAP messages are sent.

3.7.1. SOAP-based NameIdentifier Mapping

The SOAP-based profile relies on a SOAP request and response to query for and return the NameIdentifier. A requesting service provider issues a SOAP request to an identity provider, requesting a different NameIdentifier for a named Principal in the namespace of a service provider or affiliation group. This NameIdentifier may then be used to query another Liberty provider offering SAML services for additional information about the named Principal. See Figure 17.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: http://projectliberty.org/profiles/nim-sp-http

Figure 17. SOAP-based profile for name identifier mapping

3.7.1.1. Step 1: Issuance of Request

In step 1, the service provider sends a SOAP over HTTP request to the SOAP endpoint of the identity provider it is querying. The SOAP message MUST contain exactly one <lib:NameIdentifierMappingRequest> element in the SOAP body and adhere to the construction rules defined in [LibertyProtSchema].

3.7.1.2. Step 2: Processing the Request
In step 2, the identity provider MUST process the `<lib:NameIdentifierMappingRequest>` according to the rules defined in [LibertyProtSchema].

The identity provider is NOT required to honor the request for a mapped NameIdentifier, but it MUST respond to the request with an appropriate status.

3.7.1.3. Step 3: Responding to the Request

In step 3, the identity provider MUST respond to the `<lib:NameIdentifierMappingRequest>` with a SOAP 200 OK `<lib:NameIdentifierMappingResponse>` message.

3.7.1.4. Step 4: Requesting SAML attributes using a mapped NameIdentifier

Note: This step is not normatively specified by Liberty, and is shown only for illustrative purposes. The requesting service provider may use the mapped NameIdentifier of the Principal to issue a `<saml:AttributeQuery>`. This MUST adhere to the rules specified in [SAMLCore11].

3.7.1.5. Step 5: Returning a `<saml:AttributeStatement>`

Note: This step is not normatively specified by Liberty, and is shown only for illustrative purposes. A service provider receiving a `<saml:AttributeQuery>` may return a `<saml:AttributeStatement>`. This action MUST conform to the rules specified in [SAMLCore11].

3.7.1.6. Security Considerations

In addition to the usual considerations relating to Liberty and SAML protocols (see [SAMLCore11]), an identity provider SHOULD encrypt or otherwise obfuscate the NameIdentifier returned to the requesting service provider, so that it is opaque and of time-limited use to the requester. A way of accomplishing this is described in the next section.

3.8. NameIdentifier Encryption Profile

The Liberty NameIdentifier encryption profile allows a principal’s NameIdentifier to be encrypted such that only the identity or service provider possessing the decryption key can deduce the identity of the principal when the NameIdentifier is included in a SAML or Liberty protocol message. The identifier is encrypted in such a fashion that it may only be used for a limited time, preventing correlation of the encrypted value across multiple logical transactions.

The NameIdentifier encryption profile make use of the following metadata element, as defined in [LibertyMetadata]:

- **KeyDescriptor** - Defines a public key to use when wrapping the keys used in encrypting data for a provider (the key-encrypting key)
3.8.1. XML Encryption-based NameIdentifier Encryption

The XML Encryption-based profile relies on the use of [xmlenc-core] to format and encode the resulting encrypted identifier and possibly the wrapped encryption key.

The following URI-based identifier MUST be used when referencing this specific profile:

URI: urn:liberty:iff:nameid:encrypted

3.8.1.1. Step 1: Encrypting and encoding a NameIdentifier value.

The encrypting provider first transforms the original <saml:NameIdentifier> element into a <EncryptableNameIdentifier> element, which is an extension of the original element. The NameQualifier, IssueInstant, and Nonce attributes are set as defined by [LibertyProtSchema].

If not already generated for the target provider, an encryption key is generated and is then itself encrypted with the key specified in the target provider’s <KeyDescriptor> metadata element with a use attribute of encryption, or with a predefined key exchanged out of band. The wrapped encryption key is placed into a <xenc:EncryptedKey> element.

If the symmetric encryption key is not included, because it has been exchanged out of band, and/or is being reused, then the encrypting provider MUST include additional information in the <xenc:EncryptedData> element that indicates to the target provider which decryption key to use in decrypting the identifier. This information MUST be sufficient to identify the key to use without the target knowing the encrypting provider’s identity before decryption occurs.

The encryption key is then applied to the <EncryptableNameIdentifier> element, producing an <xenc:EncryptedData> element with a Type of http://www.w3.org/2001/04/xmlenc#Element.

The resulting <xenc:EncryptedData> element, and optionally the <xenc:EncryptedKey> element, are then enclosed in an <EncryptedNameIdentifier> element. The element is base-64 encoded and the result is placed into a <saml:NameIdentifier> whose Format attribute MUST be urn:liberty:iff:nameid:encrypted.

3.8.1.2. Step 2: Decoding and decrypting a NameIdentifier value.

The decrypting provider first decodes the base-64 encoded data and recovers the <EncryptedNameIdentifier> element.

The <xenc:EncryptedData> and optional <xenc:EncryptedKey> elements are then used to recover the symmetric encryption key and algorithm and decrypt the <EncryptableNameIdentifier> element.

The provider can then examine the attributes to determine the identity federation to which the name identifier applies and insure that the time of issue of the encrypted identifier and the nonce value do not preclude the use of the identifier for the intended purpose.

3.8.2. Security Considerations

The profile is designed to meet the needs of providers in addressing the security considerations of other profiles, such as the NameIdentifier Mapping Profile in the previous section. To insure the integrity of this profile, either symmetric encryption keys MUST NOT be reused, or if they are, then symmetric encryption keys MUST be reused between different principals federated with a given provider and MUST NOT be reused between different providers. It is RECOMMENDED that symmetric encryption keys, if reused, be renewed periodically. Furthermore, reuse of keys REQUIRES that a chaining mode with a unique initialization vector generated per encryption be used.

Receiving providers MUST take care to use the IssueInstant and Nonce attributes to prevent replay and long term use of the same encrypted identifier.
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